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Abstract

In recent years, randomized experiments (or “A/B tests’) have become commonplace in
many industrial settings as managers increasingly seek the aid of scientific rigor in their
decision-making. However, just as this practice has proliferated among firms, the problem of
𝑝-hacking—whereby experimenters adjust their sample size or try several statistical analyses
until they find one that produces a statistically significant 𝑝-value—has emerged as a preva-
lent concern in the scientific community. Notably, many commentators have highlighted how
A/B testing software enables and may even encourage 𝑝-hacking behavior. To investigate this
phenomenon, we analyze the prevalence of 𝑝-hacking in a primary sample of 2,270 experiments
conducted by 242 firms on a large U.S.-based e-commerce A/B testing platform. Using multi-
ple statistical techniques—including a novel approach we call the asymmetric caliper test—we
analyze the 𝑝-values corresponding to each experiment’s designated target metric across mul-
tiple significance thresholds. Our findings reveal essentially no evidence for 𝑝-hacking in our
data. In an extended sample that examines 𝑝-hacking across all outcome metrics (encom-
passing more than 16,000 𝑝-values in total), we similarly observe no evidence of 𝑝-hacking
behavior. We use simulations to determine that if a modest effect of 𝑝-hacking were present
in our dataset, our methods would have the power to detect it at our current sample size.
We contrast our results with the prevalence of 𝑝-hacking in academic contexts and discuss a
number of possible factors explaining the divergent results, highlighting the potential roles of
organizational learning and economic incentives.
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1 Introduction.

In the first half of the 20th century, a British industrial researcher named Ronald Fisher pub-

lished several seminal works that would go on to profoundly shape the field of statistical science.

Fisher’s contributions, particularly his development and advocacy of “𝑝-values”, significance test-

ing, and experimental design, formalized the use of statistical methods for empirical research. His

emphasis on randomization and his pioneering work on the analysis of variance revolutionized

experimental methodology across various disciplines in both practical industry and academic sci-

ence. Over time, Fisher’s approaches have become fundamental to decision-making processes in

fields ranging from agriculture and economics to psychology and medicine (Hamermesh, 2013,

Kleven, 2018, Kohavi, 2019).

As statistical methods became more established throughout the 20th century, the practice of

data-driven decision-making gained prominence (Brynjolfsson and McElheran, 2016, Schneider,

2015). This is particularly true in digital business, where the marginal cost of both service innova-

tion and delivery is relatively low. Dozens of software-as-a-serivce (SaaS) platforms have launched

in recent years that enable firms to run experiments on their websites and apps, sometimes at no

cost. A growing body of research on digital experimentation—now widely known as “A/B test-

ing” among software, marketing, and e-commerce companies—has emerged, including work from

academics in many fields such as economics, computer science, statistics, information systems,

and marketing (Azevedo et al., 2018, Kohavi et al., 2013, Liu and Chamberlain, 2018). In indus-

trial contexts, A/B testing has emerged as a vital component of the corporate innovation process,

allowing firms to statistically compare competing strategies about product-market fit, pricing,

messaging, targeting, and user experience. Several studies have documented the use of A/B testing

for these strategic purposes among large enterprises, online merchants, and technology startups

(Kohavi and Longbotham, 2017, Koning et al., 2019). While the largest technology companies

have used online experiments for decades, use of A/B testing is now growing among firms of all

types. By some estimates, more than 40% of the top 10,000 websites by traffic are using third-party

technologies with A/B testing capabilities (BuiltWith, 2019).1 Further, a 2018 survey of more

than 200 companies with at least $500 million in annual revenue indicated that 74% of responding

firms indicated they either already use or plan to use A/B testing in the near future (Virzi, 2018).

Just as randomized experiments have proliferated in the digital economy, there has been increas-

ing interest in the downsides of the conventional statistical methods commonly used to analyze

these experiments. Much of this literature focuses on the shortcomings of null hypothesis signifi-
1This figure does not account for internally developed experimentation tools, which are known to be widely

used at large technology companies.
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cance testing (NHST), the prevailing scientific approach for assessing the long-term (frequentist)

error rates in decisions based on 𝑝-values. In common statistical practice, NHST categorizes re-

sults as “insignificant” when 𝑝-values exceed 0.05 and “significant” when 𝑝-values fall below 0.05.

This rule-of-thumb can be traced back to Ronald Fisher’s 1925 work, Statistical Methods for Re-

search Workers, wherein Fisher suggested it would be “convenient to take” the 𝑝=0.05 threshold

“as a limit in judging whether a deviation is to be considered significant or not” (Fisher, 1925).

As empirical science and statistics evolved and became institutionalized throughout the 20th

century, this simple rule-of-thumb gradually solidified into a widespread convention for evaluating

statistical evidence, with the 𝑝=0.05 threshold often being treated as a definitive cutoff.2 In recent

decades, however, the scientific community has increasingly scrutinized the utility, applicability,

and consequences of widespread reliance on significance testing that dichotomizes results based

on 𝑝-values in this way. For example, it has been argued that published scientific research based

on significance testing is likely filled with many (if not a majority of) false positive results due, in

part, to a selection effect for “significant” results induced by the peer-review and publication pro-

cess (Ioannidis, 2005, Rosenthal, 1979). In addition to the selection effect present in the reporting

of experimental results, more recent studies have highlighted how flexibility in the design and

analysis of experimental results can dramatically inflate empirical false discovery rates (Gelman

and Loken, 2013, Simmons et al., 2011). This phenomenon by which analysts change their data

sampling procedures or statistical techniques to obtain “significant” results has come to be known

as “𝑝-hacking” (Simmons et al., 2013). Concern about the prevalence of both publication bias and

𝑝-hacking in many areas of academia—including psychology, economics, and biostatistics—has

led some scholars to characterize the current state of scientific inquiry as being in the midst of an

epistemological “crisis” (Dreber and Johannesson, 2019, Earp and Trafimow, 2015).

Despite this crisis, NHST and 𝑝-values have come to predominate much of the statistical software

used throughout the A/B testing industry. However, given that A/B testing results are reported

in near real-time, this enables a potentially pernicious form of 𝑝-hacking referred to as continuous

monitoring (or “optional stopping”), whereby experimenters regularly check a test’s 𝑝-value and

only end an experiment when a sufficiently small value is obtained. Many testing platforms will

explicitly highlight when an experiment’s 𝑝-value dips below the conventional significance level

of 5%, with some going so far as to notify their users when this threshold is met. While analysts

at larger and more technical organizations may be aware of the pitfalls of continuous monitoring,
2See Schneider (2015) for a discussion on the origin of the modern, commonly-used practice of NHST and

its relationship to the foundational statistical methods developed by Fisher, Neyman, and Pearson. Also see
Leahey (2005), who documents how the adoption of statistical reporting practices among prestigious editors and
institutions led to the proliferation of significance testing in social science.
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the rise of low-cost A/B testing platforms has significantly increased the ability of firms of all sizes

to run experiments.3 Indeed, A/B testing software is specifically marketed to facilitate to use of

randomized experiments among firms without the know-how to develop their own technology or

the statistical expertise to analyze experimental results. Given that academic researchers, often

with doctoral degrees and graduate training in statistics, have been known to engage in 𝑝-hacking

behavior (Brodeur et al., 2020, 2023b, Szucs, 2016), it is reasonable to ask whether analysts in

corporate environments using similar statistical techniques make similar methodological errors.

Answering this question can have far-reaching implications for how researchers and managers

understand the value of A/B testing and statistical methodologies in both academic and industrial

contexts. If 𝑝-hacking behavior is a widespread phenomenon on A/B testing platforms, many firms

would be justified in reevaluating how they use experiments for business decisions. On the other

hand, if 𝑝-hacking is less common in industrial settings than academic settings, this would be an

interesting result in multiple regards. First, such a result would suggest that digital experiments

in real-world settings may not be as fraught with error as the existing literature on the subject

might suggest. This may increase the confidence that managers and executives have about the use

of statistics and A/B testing for making business decisions more generally. Further, if 𝑝-hacking

is absent in the industrial context, this would put in stark contrast the ubiquity of 𝑝-hacking in

academic science, potentially highlighting the need for more research studying precisely if and how

contextual factors drive 𝑝-hacking behavior. In either case, we argue there is scientific and manage-

rial value in a credible empirical analysis on the incidence of 𝑝-hacking on digital testing platforms.

This discussion motivates the current project, in which we set out to investigate the prevalence

of 𝑝-hacking behavior on a large A/B testing platform. We proceed by analyzing the distribution of

𝑝-values from a sample of A/B tests conducted by e-commerce merchants. Our analysis will exploit

the fact that, if experimenters do consistently stop their tests right when their 𝑝-values reach 0.05,

or gather extra data for experiments that have yet to reach this value, we would expect to see a jump

in the number of 𝑝-values observed right below this threshold. To detect this effect, we use both

existing statistical techniques for detecting such discontinuities and also develop a new method

that is more robust to nuisance parameters than existing approaches found in related literature.

In our primary analysis, we apply these techniques to the distribution of 𝑝-values from 2,270

experiments conducted by 242 firms and find little to no evidence for the incidence of 𝑝-hacking in

our dataset. In secondary analyses, this null result remains robust to several different assumptions
3At larger organizations, a significant amount of resources has been allocated to studying and ameliorating

the problems created by continuous monitoring; research labs at Microsoft, Walmart, Twitter, AirBnb, Uber, and
Optimizely have all published recent work on the topic (Abhishek and Mannor, 2017, Deng et al., 2016, Feng, 2017,
Lu, 2016, Overgoor, 2014, Pekelis et al., 2015).
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about firm behavior. We also use counterfactual simulations to demonstrate that, if a modest effect

of 𝑝-hacking did exist, our statistical methodology would have the power to detect it at our current

sample size. In sum, this research makes valuable contributions by presenting both a robust

approach to estimating discontinuities in 𝑝-value distributions and credible empirical evidence

about how real-world firms use and deploy statistical tools for managerial decision-making.

2 Background & Motivation.

2.1 Primer on A/B testing.

2.1.1 Evolution of A/B testing and the role of experimentation platforms.Prior to the modern

IT revolution, A/B testing was an ad hoc procedure largely practiced within isolated teams for

specialized purposes. Academic and practitioner-oriented work documents the use of random

experimentation in advertising, sales, and direct mail campaigns at large enterprises (Chickering

and Heckerman, 2000, Tang et al., 2010, Warwick, 2003). However, as much of the economy

became digitized throughout the early 2000s, the costs associated with implementing, measuring,

and analyzing experiments dropped significantly. It was around this time that large organizations

such as Google and Microsoft started developing standardized software tools and organizational

practices around A/B testing, which ultimately ended up being core to how many decisions at

these companies got made (Kohavi and Thomke, 2017). As legacy enterprises started adapting

to the information economy and new digital-native companies emerged, the capital developed by

these successful IT companies—both human and technological—began to influence organizational

practices in the economy at large (Tambe and Hitt, 2014).

Within these broader shifts in the economy, the diffusion of A/B testing specifically was enabled

by new platforms that began to offer “experimentation-as-a-service”. Around the turn of the 2010s,

a number of these platforms emerged as both additional products offered by existing software com-

panies (e.g., Google Optimize, Microsoft Azure, Adobe Test & Target, Mixpanel, HubSpot) and

independent start-ups focused on A/B testing as a key value proposition (e.g., Optimizely, Visual

Website Optimizer, AB Tasty, Experiment.ly, Split Optimizer). In addition to handling technical

challenges with digital experimentation—such as user allocation, behavior tracking, and statistical

reporting—a pivotal component to the commercial success of these platforms was their interactive

“WYSIWYG” (what you see is what you get) website editors. This dramatically lowered the cost

of developing new website variations for non-engineering teams, which was a crucial step in facil-

itating the spread of A/B testing across and within organizations of all sizes (Christian, 2012a).

With the combined influence of successful tech companies that were known for relying on digital ex-

periments and the marketing efforts of these new testing-focused platforms, A/B testing has since
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developed over the past decade into a well-established practice in the management of many types

of organizations (Christian, 2012b). Many executives, managers, consultants, and academics now

recognize A/B testing as a critical tool in modern managerial decision-making (Thomke, 2020).

Figure 1: Examples of WYSIWYG editors used to create variations in A/B testing software

2.1.2 A/B testing in e-commerce. These developments have been particularly relevant to

managers of retail e-commerce companies. Such managers face many decision problems for which

A/B testing can be beneficial: interface design, marketing messaging, promotional strategies,

product placements, and algorithmic recommendations can all dramatically affect consumer be-

havior. And, in contrast to other sectors that have to contend with complex statistical estimation

issues (such as long sales cycles in enterprise software or network interference between users on

social media platforms), classical conditions required for causal inference in experimental settings

are typically satisfied in e-commerce settings by simply randomizing individual users in an ex-

periment and measuring their short-term response. It further helps that, in e-commerce, the key

indicators of consumer behavior that managers are primarily interested in include easily quantifi-

able metrics that can be measured within a single website session, such as purchase incidence and

revenue. These conditions, along with advent of user-friendly experimentation tools described

above, have led to the rapid adoption of A/B testing among e-commerce companies.

Notably, managers of online retail stores using third-party A/B testing software are likely to

have backgrounds quite different from the earliest adopters of A/B testing practices. Those who
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contributed to the development of internal A/B testing software at large technology companies are

likely to have had specific expertise in engineering or statistics and analytics. However, managers

of online retail companies may have earned their positions due to skills in other domains, such as

brick-and-mortar retail, trend forecasting, fashion, and marketing. Relative to their tech-industry

counterparts, these managers are more likely to learn about website development, statistics, and

A/B testing in an ad hoc way throughout their job. While this is precisely the audience that A/B

testing platforms seek to serve with their user-friendly tools, we believe the extent to which this

lack of technical expertise affects the value of A/B testing and analytics software overall is an

under-explored question in existing academic literature and a vital component of the motivation

for the current research project.

2.2 A/B testing interfaces. An important challenge for developers of A/B testing tools,

particularly given their goal to reach non-technical users, is deciding how to communicate results

and concepts around statistical uncertainty. As the industry matured, there has been a notable

degree of technological convergence, with a number of implicit standards in testing interfaces that

have come to be expected by users. Essentially every testing tool allows users to view basic analyt-

ics associated with each arm in a given experiment; this typically includes the number of partici-

pants in each arm, along with key outcome metrics relevant to the particular experimental context.

In many scenarios, this will include some form of “conversion rate”—the percentage of users that

took a desired action (e.g., product purchase, account creation). When they are relevant, other

metrics can also be included in a results dashboard, such as session length, pageviews, bounce rate,

revenue, and load time. It is also common, though not universal, for platforms to show time-series

charts of how various metrics have evolved over time. When it comes to directly comparing the per-

formance of each arm in an A/B test, standard practice is to quantify how each experimental treat-

ment differs from a selected “baseline” or “control” treatment along the metrics being measured.

For each metric, it is common to report the measured effect size between each non-baseline treat-

ment and the baseline treatment (sometimes described as the “lift”). Depending on the platform,

this effect size will be reported as either a level (additive) or proportional (multiplicative) change.

We have documented several A/B testing interfaces in Appendix A, where we provide various real-

world examples of how different testing platforms operationalize these features (see Figure A.1).

Though it is by no means universal, the most common statistical paradigm seen in A/B testing

software is based on classical null hypothesis significance testing. This is perhaps unsurprising

given the predominance of NHST throughout much of statistical science. On the whole, there is

no standard around exactly which test is used to calculate 𝑝-values, as there are many reasonable
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choices for testing the difference between two proportions in the statistical literature (e.g., 𝑍-test,

binomial proportion test, 𝜒2-test). There are also differing practices around whether one-sided

or two-sided hypothesis tests are used, whether finite sample corrections are accounted for, or if

variances between the two treatment populations are assumed to be equal or unequal.

A simple method used by many platforms (including the one studied in this project) is a two-

sided 𝑍-test for testing the difference in sample means, where it is assumed that sample sizes are

large enough to invoke the Central Limit Theorem (CLT) so that the test statistic is normally

distributed under the null hypothesis (Kohavi et al., 2009). In mathematical terms, the 𝑝-value for

this test can be calculated by assuming one observes both the number of conversions (represented

by 𝑐𝑡) and the total number of users (𝑛𝑡) in each of the treatment conditions of a two-armed

A/B test, where treatment is indicated by subscript 𝑡 ∈ {𝑎,𝑏}. The observed effect size of an

experiment (or lift) is then defined as the difference in mean conversion rates between the two

treatment conditions: ̂𝜇=𝑐𝑏/𝑛𝑏−𝑐𝑎/𝑛𝑎. The empirically observed 𝑍-score can then be computed

by calculating the standard error of the mean difference: �̂�=√ ̂𝑝𝑎(1− ̂𝑝𝑎)/𝑛𝑎+ ̂𝑝𝑏(1− ̂𝑝𝑏)/𝑛𝑏 where

̂𝑝𝑡 =𝑐𝑡/𝑛𝑡. This standard error is then divided into the estimated mean, ̂𝜇, to obtain the primary

test statistic of interest, 𝑍 ∶= ̂𝜇/�̂�.

To derive the 𝑝-value associated with this test, one must then compare this empirically observed

statistic, 𝑍, to the theoretical distribution for this statistic under the null hypothesis—i.e., the

assumption that there is no difference in conversion rates between treatment arms. We denote this

theoretical test statistic (the null test statistic) as 𝑧, whose distribution can be derived in closed

form as the standard Gaussian (normal) distribution using the CLT. The 𝑝-value of an experiment

is then defined as the theoretical probability that the null test statistic, 𝑧, would be as large or

larger than the empirically observed test statistic, 𝑍: 𝑝-value ∶=𝑃 [𝑧 ≥|𝑍| |𝑧 ∼Φ]=2(1−Φ(|𝑍|))
Interestingly, almost no testing platform that relies on 𝑝-values of any kind describes them

as such. Instead, a very common practice in the industry is to show analysts a value equal to

(1 − 𝑝) × 100, and to use a term of art, such as “confidence”, to signal how this number is to

be interpreted. For example, a test with a 𝑝-value of 0.13 will be shown to analysts as “87%

confidence”. Other phrases in the industry used for this quantity include “statistical significance”

level or even the explicitly misleading phrase “chance to beat baseline”. Independent of how test-

ing platforms compute 𝑝-values or describe them to end-users, another characteristic common to

nearly all platforms is how they discretize statistical uncertainty. This practice likely originated

as a consequence of both the prominent use of “significance” thresholds throughout the history

of academic science, as well as managers’ inherent need to make binary “ship” or “don’t ship”
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decisions about the interventions being tested on these platforms.

2.3 𝑝-hacking in A/B testing.

2.3.1 Potential for 𝑝-hacking and existing evidence. To motivate our research questions, we

highlight a few key factors from the preceding discussion on the A/B testing industry. First,

we emphasize that modern A/B testing tools are explicitly designed to allow non-experts to run

randomized experiments for decision-making purposes. While prior generations of A/B testing

practitioners may have had expertise in engineering or statistics, it is clear that in industries like

online retail and digital marketing, many individuals running experiments may have little formal

training in these areas.4

Next, we reiterate that the most common paradigm used for reporting and interpreting the

results of experiments in the A/B testing industry is based on simple hypothesis testing, where

frequentist 𝑝-values—typically converted into metrics described with simplistic misnomers such

as “confidence”—are used as the primary indicator of statistical evidence. In Appendix A (Figure

A.2), we document how visual cues in online testing tools encourage experimenters to view tests

with “confidence” above certain thresholds (e.g., 95%) as being “significant”, “conclusive”, or “ac-

tionable”; tests with “confidence” levels below the relevant thresholds are labeled with tags such

as “pending”, “not enough data”, or “inconclusive”. Importantly, A/B testing dashboards are

frequently updated with real-time data throughout the course of an experiment, with “confidence”

levels being re-calculated after each batch update.

This combination of factors has led many practitioners and statisticians to highlight the po-

tential for 𝑝-hacking (through sample size flexibility) and false discovery in A/B testing (Draper,

2016, Miller, 2010).5 The core statistical concern at the heart of this literature is that, to maintain

their nominal false positive rates, frequentist hypothesis tests are intended to be calculated exactly

once at the conclusion of a pre-specified data collection period.6 It has long been known analyzing

simple 𝑝-value-based hypothesis tests at multiple points throughout the data collection process

can significantly inflate an experiment’s false positive rate (Anscombe, 1954); this problem, by

which an analyst wishes to evaluate the results of an ongoing statistical analysis while still con-
4Some commentators have stated that these platforms were specifically “designed for the uninformed” (Kohavi,

2018).
5It was also around this time that similar issues around multiple comparisons and false positives emerged as a

prominent issue in several fields of applied academic science, including psychology, economics, and biostatistics;
some commentators explicitly use the academic discussion around 𝑝-hacking as motivation for calling for better
industrial practices (Walker, 2015).

6In the original circumstances in which Ronald Fisher developed his theory of 𝑝-values, this assumption was
entirely reasonable. His analysis was primarily motivated by the problem of selecting potato varieties that best
responded to fertilization, a context in which results can only be observed at a discrete point in time (after an
entire season’s harvest). However, contrast this context with modern A/B testing, in which experimental results
accumulate over time and can be observed continuously and instantaneously.
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trolling their false positive rate, is known as “sequential testing” and dates back to Wald (1945).

Indeed, practitioners in other contexts such as medicine and psychology have been aware of the

“calculate once” limitation inherent to frequentist 𝑝-values for decades and developed numerous

statistical techniques that allow for valid and robust sequential testing (Fiske and Jones, 1954).

Despite this long stream of literature on the problem of sequential testing and its consequences

on the interpretation of classical 𝑝-values, the extent to which real-world users of A/B testing soft-

ware are aware of these issues is very much unclear. There are numerous examples of analysts that

have documented the ways in which they or their clients specifically stopped or extended A/B tests

based on whether or not the results were “statistically significant” (Borden, 2014, Flory, 2021).

There are also examples of testing platforms themselves remarking that this behavior is common

among their customers (Johari et al., 2017). Further, there is some work based on data from

Optimizely (with co-authors that were at the time employed by the platform) that claims to find

evidence for this type of 𝑝-hacking behavior among users of that platform (Berman et al., 2018).

On the other hand, there are by now many blogs, papers, and articles discussing the issue of

𝑝-hacking and continuous monitoring in A/B testing. Further, most testing platforms do mention

somewhere in their product or documentation the importance of setting an experiment’s sample

sizes prior to beginning a test (though the prominence of this information varies across platforms).

Given the availability of all this information, it is possible that practitioners have internalized best

practices around stopping behavior and are able to avoid what was once a common pitfall. This

being said, the mere fact that so many articles on A/B testing find it pertinent to mention the

problem of 𝑝-hacking through sample size flexibility may itself be indicative of the prevalence of

this behavior among practitioners.

2.3.2 Incentives and behavioral factors around statistical rigor in A/B testing. While prior

research has demonstrated the potential for 𝑝-hacking in digital experimentation and outlined

alternative methods for valid sequential testing, few researchers have explicitly addressed the

role of incentives and the potential behavioral motivations of practitioners who run digital ex-

periments. We take this opportunity to discuss several factors that we hypothesize might affect

whether or not industrial practitioners 𝑝-hack. First, consider the following factors that might

motivate 𝑝-hacking behavior in the context of A/B testing:

• Significance testing is not intuitive and its goals are often misunderstood. Given that many

notions in classical frequentist statistics—significance, 𝑝-values, confidence intervals, and

hypothesis testing—are not intuitive for many students (Hubbard, 2011), many researchers

and practitioners misunderstand the goal of experimental analysis as achieving statistical
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significance rather than recovering true model parameters (and evaluating the applicabil-

ity of the model to the problem a hand) (McShane and Gal, 2016). These misconceptions

about how to conduct hypothesis tests and interpret their results can result in a number of

“questionable research practices” without full knowledge of how such practices undermine

statistical validity (John et al., 2012). Analytic flexibility combined with a misunderstanding

that induces a bias toward statistical significance—whether the bias is explicit or implicit—

is well known to result in 𝑝-hacking, even among analysts with rational, well-incentivized,

and benign intentions (Gelman and Loken, 2013). An analyst using A/B testing software

who mistakenly believes the purpose of an experiment is to gather data until the result is

statistically significant would unwittingly engage in 𝑝-hacking behavior.

• Misaligned incentives and moral hazard within the organization. An alternative explanation

for 𝑝-hacking behavior is the presence of misaligned incentives. Work by Hall and Hasan

(2020) and Ghosh et al. (2020) highlights how the adoption of A/B testing has the potential

to interact adversely with the conflicting incentives across different layers of organizational

structure, resulting in outcomes that can negatively affect firm performance. As for how such

incentives may play into 𝑝-hacking behavior specifically, consider the role of principal-agent

dynamics between managers and employees or clients and marketing agencies (Baker, 1992,

Holmstrom and Milgrom, 1991).7 If an analyst is rewarded for finding “significant” results—

but verification of these findings is inherently costly for the principal—𝑝-hacking may result

as a consequence of this incentive misalignment. Such dynamics may play out both within

firms (e.g., between managers and their marketing teams) and between contracting firms

(e.g., between a firm and a marketing agency).

• Misaligned incentives between testing platforms and their customers. As discussed earlier,

experimentation platforms often treat tests that reach nominal significance thresholds with

discontinuous distinction. There are, of course, benign reasons that platforms might be

designed this way. Some authors have claimed that the developers of these platforms them-

selves are (or were at some point) misinformed about how to use 𝑝-values, and thus merely

made an honest “flaw” in how they interpret them for their customers (Kohavi, 2018). Even

if employees that build A/B testing tools based on frequentist statistics become aware of

the problem with continuous monitoring, there are natural reasons (technical debt, having

to admit prior techniques were inadequate, resistance to change by users) that may prevent

them from changing their systems to reflect these concerns. It should be noted, however,
7Work by Spiess (2018) specifically discusses a principal-agent model of 𝑝-hacking-type behavior, though in the

academic rather than industrial context.
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that some analysts have suggested that experimental platforms have incentives for the con-

tinued use of design paradigms that result in an abundance of false positives (Gamber, 2019).

Indeed, many marketers may be unaware of the sample sizes actually required to run truly

well-powered experiments (Lewis and Rao, 2015).8 This may be prohibitive for many busi-

nesses of small and medium scale, a fact that experimentation platforms may not be eager

to emphasize in their marketing materials or product documentation.

While the factors discussed above provide explanations for why 𝑝-hacking would be common

in A/B testing, there are also very plausible reasons for why this might not be the case:

• Statistical literacy. Firms that use A/B testing platforms have a revealed preference for

data-driven decision making and causal inference. The very act of adopting A/B testing

may indicate a certain level of sophistication in understanding the value of experimentation

and statistical analysis. As a result, they may be more likely to possess the knowledge and

skills necessary to use these tools correctly, without resorting to 𝑝-hacking.

• Aligned incentives. Despite the possibilities for misaligned incentives described above, there

are clearly forces working in favor of incentive alignment that might discourage 𝑝-hacking.

As discussed earlier, A/B tests are frequently used for purposes instrumental to a firm’s eco-

nomic strategies, informing managerial decisions about product variations, service delivery,

user experience, and marketing campaigns. The results of experiments in these domains—

particularly among internet-scale companies—can often have significant effects on profitabil-

ity (Hern, 2014). To the extent that one believes employee and firm incentives are aligned,

we would expect an industrial practitioner to face at least some economic incentive to avoid

engaging in 𝑝-hacking behavior.

• Practical/logistical limitations on 𝑝-hacking. Further, there are practical reasons why the

type of 𝑝-hacking we have described—in which an analyst stops when, or waits until, a de-

sired confidence level is achieved to stop data collection—might be rare. For one, managers

may be trading off the effects of multiple metrics, without a strong preference about the

significance of any particular outcome. Also, firms may have a natural cadence of meetings

(say weekly, bi-weekly, or monthly) during which test results are reviewed and implemen-

tation decisions are made; this would prevent the most egregious types of truly continuous

monitoring that are known to inflate false discovery.

• Organizational learning. It is possible that firms have learned to avoid 𝑝-hacking, through

either the extensive literature on continuous monitoring or their own experience using ex-
8For a website with a baseline conversion rate of 3%, detecting a 10% lift in relative terms (using common

frequentist standards of 80% power at a 5% significance level) requires over 100,000 observations.
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perimentation platforms. Part of the appeal of A/B testing is that it enables managers to

rigorously test their hypotheses and learn for themselves what works in their business. The

instrumental purpose of an A/B test is to determine what action to take, which means there

is often a very short feedback loop between an experiment and its implementation, allowing

analysts to develop their own intuition about the trustworthiness of a “significant” result.

Indeed, recent work by Berman and Van den Bulte (2022) suggests that A/B tests on online

platforms have a relatively high false discovery rate at traditional significance thresholds

(on the order of 20%-30%). Firms with experience implementing “significant” A/B test

results may learn that significance levels are only a noisy signal of a test’s true effects, po-

tentially working to discourage the targeting of classical thresholds of significance. Experts

also specifically recommend running “A/A” tests (where two identical variations are tested)

and repeat testing (where the same experiment is run twice) for developing intuitions about

what type of statistical results can or cannot be trusted, which may further discourage the

weight that firms place on “statistical significance” as a decision criteria (Kohavi et al., 2020).

Thus, despite the academic preoccupation with “significance”, real-world managers have the

opportunity to learn directly through experience what thresholds of evidence they require

before making consequential decisions.

In sum, it appears ambiguous whether one should expect to empirically observe evidence for

𝑝-hacking of real-world A/B tests run by profit-seeking firms. Clearly, some literature suggests

that 𝑝-hacking is a common practice in digital experimentation. Indeed, such a finding would

be consistent with the by-now extensive literature on 𝑝-hacking in academic science, where it is

known to be quite prevalent. On the other hand, there are also very plausible reasons laid out

above for why this behavior might be rare in industrial settings, in which economically motivated

actors face a different set of incentives from analysts in academic contexts. Given that A/B test-

ing is a prominent example of how academic rigor and scientific reasoning are spilling over into

industrial practice, understanding the extent to which the problem of 𝑝-hacking also carries over

may have significant implications for both how firms view the practice and how scientists might

comparatively think about the phenomenon of 𝑝-hacking in academia. This discussion motivates

our main analysis in this project, in which we attempt to empirically measure the incidence of

𝑝-hacking among users of a large A/B testing platform.

3 Empirical Context & Data Description.

3.1 Description of the platform. To investigate the phenomenon of 𝑝-hacking in A/B

testing, we collaborated with a private, third-party digital experience platform (subsequently

12



referred to as “the platform”). The platform is a large purveyor of e-commerce SaaS solutions,

including web analytics, online personalization, and A/B testing. At the time of our data collec-

tion, the platform’s tracking software observed over 100 billion pageviews annually. An important

difference compared to some testing platforms is that the platform studied here does not have a

free tier of service; to begin using the service, a company must make contact with the platform’s

sales team and set up an account. Pricing is proprietary and depends on the exact bundle of prod-

ucts/services a company uses, but can be expected to be in line with other enterprise B2B SaaS

products. Like many other digital experience platforms, the majority of their customers use exper-

iments for conversion rate optimization (as opposed to non-inferority type testing). Prototypical

tests run by firms on the platform consist of marketing interventions (sales, promotions, product

recommendations) or website design modifications (affecting button designs, page layouts, and

promotional copy) designed to increase the probability of customer purchases on a firm’s website.

3.1.1 Testing Interface. Several aspects of the platform’s interface are important to discuss.

Much like other third-party testing tools, firms using the platform must integrate the platform’s

tracking and testing script into their website’s codebase. Once a customer’s account is created and

their website is configured with the platform’s technology, the customer can use the platform’s

WYSIWYG interface or custom CSS/Javascript injection to create an intervention to be tested in

an experiment. Once an experimental intervention is designed by the customer, they can deploy it

to their website. Throughout the course of an active A/B test, the platform’s technology allows it

to manage all user randomization, analytics measurement, statistical calculations, and reporting

of results.

By default, eight dependent variables are analyzed and shown to the analyst throughout the

course of every experiment. These are: conversion rate, session revenue, new visitor conversion

rate, add-to-cart rate, cart abandonment rate, page views, session duration, and bounce rate.

Prior to starting an experiment, firms are allowed to choose one or more “target metrics”, which

correspond to the outcome(s) being targeted by the intervention. If no target metric is explicitly

selected by the firm, the platform sets the target to “conversion rate”. In 95.6% of experiments

in our sample, “conversion rate” is specified as a target metric; outside of this, the most common

target metrics are session revenue and add-to-cart rate.

3.1.2 What data do firms have available during an experiment?.The primary interface by which

firms view the results of their experiments is an online dashboard listing the outcome metrics, their

associated effect sizes (or lift), standard errors, and “confidence” levels. These confidence levels

are defined as 1 minus the 𝑝-value associated with a null hypothesis test for each metric. In the
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case of binary outcomes, 𝑝-values are computed using the two-sided 𝑍-test described in Section

2.2; 𝑝-values for continuous outcomes are calculated using a two-sided, two-sample 𝑡-test for equal

means with a pooled variance estimate. The “confidence” associated with each outcome is only

computed and displayed to the user once an experiment meets the platform’s statistical reporting

criteria. For continuous metrics, the platform requires 30 observations in each treatment arm;

tests on binary metrics have an additional requirement to reach a minimum of 10 observations

in each of the possible outcomes.A stylized version of the dashboard which is functionally similar

to the real interface, is shown in Figure 2. Experimenters can click on a specific metric to see

the time-series history of the effect size over time, but by default, they merely see an up-to-date

snapshot overview like the one shown in the figure.

Figure 2: Simplified recreation of test result dashboard interface

Notes: This image recreates a stylized version of what analysts see when logging onto the A/B testing platform
to examine the results of their experiments. All eight dashboard metrics are visible by default, with one specific
metric highlighted as a “Target Metric”. If and when the “confidence” associated with a metric exceeds 95%,
the metric is moved from the “Pending” section of the dashboard to the “Actionable” section.

One characteristic of the interface worth noting is that there is always a badge indicating which

“target metric” the experimenter specified at the beginning of the test. This reinforces to the

experimenter the metric that they pre-specified as their primary performance indicator for the

experiment. Also important for our research question, as soon as a variable crosses above 95%

confidence (i.e., its 𝑝-value dips below 0.05), it is moved from the “pending” portion of the dash-

board to the “actionable” portion and shown in a different color. Through the use of these design

cues, the platform clearly reinforces the importance of the 95% significance threshold and, in a

not entirely subtle way (directly labeling significant results as “actionable”), encourages firms to

react to their experiments when they reach this threshold.

3.1.3 How do firms end an experiment?. When a test is running, the platform has a simple

“stop” button that stops allocating a firm’s website traffic to the experiment. If a firm wants to
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actually implement a variation (i.e., send all traffic to the treatment that performed better), the

platform has a dedicated process for deploying non-experimental interventions.

3.2 Data collection and inclusion. We began our data collection by identifying the pop-

ulation of two-armed experiments (i.e., literal “A/B” tests) conducted by all US-based firms using

the platform between January 2014 and February 2018. We constructed the sample for our main

analysis in two stages: First, we identified each test’s target metric and retained only tests from

this population that had sufficient data to meet the platform’s statistical reporting criteria. This

ensures that for all the experiments in our sample, analysts would have had the opportunity to see

the platform’s computed “confidence” value associated with each test’s target metric. In total,

this amounted to 2,485 experiments from 242 different companies.

Upon inspection, we identified a number of experiments that appeared to both begin and end at

the same time (within 15 minutes of each other). After further investigation and based on discus-

sions with employees at the platform, we determined that it is common for firms to create multiple

versions of the same test within the platform’s interface for the purposes of measuring effects on dif-

ferent user subpopulations. At the time of this study, the platform did not have the ability to report

post-hoc subpopulation analysis. Thus, if an analyst wanted to measure the effect of an interven-

tion on both mobile and non-mobile users (for example), the only way to do so would be to create

two experiments in the platform’s interface, one targeted to mobile users and the other targeted

to non-mobile users. While this would appear as two separate tests in our sample, for the purposes

of studying experimenter starting/stopping behavior, these separate tests are better thought of as

arising from a single experiment. However, this behavior creates some ambiguity in how to incor-

porate such tests into our sample. Assuming experimental outcomes influence the timing of firm

stopping decisions, we believe that among concurrent experiments, the first to conclude is the most

likely driver of this behavior. Thus, for the purposes of constructing our main study sample, we re-

tain only the test that ended first among all such groups of concurrent tests; this results in a sample

size of 2,270 tests from the same 242 firms. While our exposition here is focused on this particular

sample, we have also conducted all of our analyses using other data-inclusion policies (retaining

the whole sample of 2,485 tests; excluding all concurrent tests; retaining the test in a group of

concurrent tests with the smallest 𝑝-values) and find nearly identical results to those reported here.

We now use the following sections to elaborate more on the characteristics associated with the

firms in our sample and provide a number of summary statistics about the included experiments.

3.3 Description of firms in sample. Given that the platform specializes in analytics

solutions for online retailers, essentially all firms in our sample are engaged in some form of direct-
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to-consumer e-commerce. Within this category, the vast majority (93%) of firms are in discre-

tionary consumer retail, most commonly apparel and home goods, with a smaller representation

of firms in specialty segments (e.g., travel, electronics, cosmetics, and nutritional supplements).

The remaining 7% of firms in our sample are software, telecommunications, or media/publishing

companies. Though there is some heterogeneity across these industries, all the companies in

our sample use their website to conduct paid transactions in exchange for goods or services.

Thus, while the meaning of a “conversion” can vary dramatically across the web more generally—

indicating anything from the act of clicking a link to creating an account—in our context, this

word is predominantly meant to refer to the act of a customer making a monetary transaction.

To get a slightly better sense of the size of firms in our dataset, we used a third-party business in-

telligence service that maintains a database of organizational characteristics that can be referenced

by a company’s domain name. The summary statistics for various indicators of website traffic,

company age, and social media presence are provided in Table 1. There is clearly a diverse set of

firms in our sample, ranging from small online businesses to large public companies with substan-

tial offline retail operations. While a site’s “Alexa Global Rank” is based on various factors and

should not be used as an exact measure of site traffic, some analyses suggest that sites near the me-

dian ranking in our dataset of 46,900 have somewhere on the order of 13,000 daily unique visitors to

their website.9. The fact that the median founding year of a firm in our dataset is 1983 suggests that

a substantial portion of our sample is comprised of legacy (i.e., not digital-native) retailers that

have had to develop e-commerce capabilities in addition to their traditional offline competencies.

Table 1: Firm Characteristics
Variable Mean Std. Dev. Min. Median Max. Coverage

Number of employees 8,318 25.3K 5 930 203K 89%
Alexa Global Rank 215K 744K 106 46.9K 7.8M 100%

Year Founded 1967 42.1 1812 1983 2015 86%
Twitter Followers 740K 4.5M 0 35.4K 50M 76%

3.4 Experiment-level data. We now turn to the details of the experiments themselves in

our main sample and begin to examine some of the factors that may help us identify 𝑝-hacking

behavior. As mentioned, we have a total of 2,270 separate experiments in our sample from 242

firms; for each experiment, we observe all outcomes relevant to each treatment arm’s performance

on the eight outcome metrics that are tracked by the platform. From this, we can derive the

𝑝-value that was used to calculate the “confidence” metrics that were used to mark a test result

“Actionable” vs. “Pending”. On average, there are 9.4 two-armed experiments per firm, which
9See https://netotraffic.com/alexa-traffic/ and http://domain.tips/

alexa-rank-traffic-converter/
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ranges from 1 to a maximum of 82; the distribution of experiment count by firm is plotted in

histogram form in Figure 3. We have provided further experiment-level summary statistics in

Table 2. The median experiment length in our dataset is 24.1 days and the median number of

sessions per experiment is near 42,000.

Figure 3: Distribution of test count by firm
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Table 2: Experiment level characteristics

Median Mean Std. Dev.
Length of experiment (days) 24.6 41.1 44.5
Number of sessions 41,780 231,127 440,690
Conversion rate 0.042 0.098 0.156
Average order value ($USD) 109.79 186.29 273.81

3.4.1 Experiment stopping behavior.The primary question we wish to study in this project is

if and how an experiment’s 𝑝-value affects a firm’s decision to end the test. To fully understand

this phenomenon, it is useful to know whether other factors drive firms’ test-stopping behavior.

To that end, we now present some model-free results that partially characterize when firms choose

to stop their tests. First, we can see that if we plot histograms across the days of the week that

experiments begin and end (Figure 4), there is a clear pattern in both graphs showing how both

types of action are less common on weekends. Thus the day of the week seems to have at least

some role in determining when firms end their experiments.

Figure 4: Starting/Stopping Behavior By Day of Week
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(b) Experiments Ended by Day of Week
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We can see another effect at play by plotting the histogram of experiment duration (Figure 5). In

this plot, we have added white circles to the tops of the histogram bars that are multiples of seven—

i.e., experiments that last in increments of one week. As can be seen by the relative peaks at these

values, it appears to be a common practice among firms to run their experiments for one-week inter-

vals, with the most common experiment length being exactly one week. Again, this suggests that
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logistical factors and common practices around test duration play a role in firm stopping behavior.

Figure 5: Distribution of experiment length
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Notes: Histogram of experiment durations binned by day. White circles highlight histogram
heights at multiples of 7 days.

4 𝑝-hacking analysis.

We now turn to the question of whether the 𝑝-values (or, equivalently, “confidence” levels) affect

the timing of when firms choose to terminate their tests and discuss ways we might detect this be-

havior. Prior research on meta-analytic techniques for detecting 𝑝-hacking in scientific literature

has suggested that the type of continuous monitoring behavior alluded to in this context would

result in a distribution of 𝑝-values with a disproportionate number of experiments just below the

0.05 cut-off; in particular, it has been suggested by Simonsohn et al. (2014) that this bunching

should occur in the interval between [0.04, 0.05). Thus, one way to observe 𝑝-hacking behavior in

our dataset is to look at the empirical distribution of the 𝑝-values when experiments are stopped.

If we assume that, for some proportion of experiments in our sample, firms were continuously

monitoring their 𝑝-values and stopping experiments when or waiting until they dropped below

0.05, we should expect to see a disproportionately large amount of tests with 𝑝-values below this

threshold than above it.

Given all the information visible to firms in the platform’s reporting dashboard, we now turn

to the task of describing exactly how 𝑝-hacking behavior might manifest itself in our data. As

a starting point, we assume that firms primarily pay attention to the “target metric” that they

specified at the beginning of their experiment. In this case, we imagine that while firms can see

statistics associated with other metrics, the target metric outcome plays the most significant role

in driving stopping behavior. There are other ways that 𝑝-hacking behavior might manifest; for

example, perhaps analysts monitored outcomes from all metrics, and stopped whenever any of

their confidence levels exceed 95%. Another possibility is that firms pay attention to only a subset

of metrics, such as revenue or add-to-cart rate, and discount the effects measured on time-on-site

or pageviews. Because the platform gives special visual distinction to each test’s target metric,
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we believe analyzing the distribution of 𝑝-values associated with this particular metric is the most

reasonable place to look for 𝑝-hacking behavior initially. While our primary analysis is centered

on the 𝑝-values associated with each test’s target metric, we explore ways of incorporating other

metrics into our analysis in Section 4.5.

4.1 Model free evidence. In light of the discussion above, we focus our main analysis on

the 𝑝-values associated with the target metric from each A/B test at the time it was concluded.

While firms would have seen these reported as “confidence” levels, we will consider the data’s

untransformed parameterization as 𝑝-values and focus on the 0.05 significance threshold. We can

begin looking for evidence of 𝑝-hacking behavior by investigating the raw distribution of these

𝑝-values near this threshold.

In Figure 6, we have plotted histograms of our data for three different bin widths (denoted ℎ
= 0.005, 0.01, & 0.02), along with a dashed vertical line at 0.05 to facilitate inspection at this

critical threshold. We have further zoomed in on the region around 0.05 in Figure 7, where we

have also plotted bootstrapped 95% confidence intervals around the height of each histogram bin.

Following our discussion above, a natural way to detect discontinuous behavior near this threshold

is to compare the number of 𝑝-values in the bins on either side of the threshold. A cursory visual

analysis of these plots seems to suggest that there is no evidence for an abundance of 𝑝-values just

below the 0.05 threshold; the bootstrapped confidence intervals of the bins nearest the threshold

seem to overlap in all cases.

Figure 6: Histograms of raw data (dashed line at 𝜏 =0.05)
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We can also perform a more direct analysis of the distribution of 𝑝-values near the threshold by

comparing the bin heights immediately above and below 0.05. In particular, for a given bin width

ℎ, we consider the number of experiments to the left of the threshold, denoted 𝑛𝑙, and the number

of experiments to the right of the threshold, denoted 𝑛𝑟. A simple way to investigate discontinuity

at the 0.05 threshold is to test against the null hypothesis that the number of observations below
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Figure 7: Histograms near 𝜏 =0.05 threshold, with 95% bootstrapped confidence intervals
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Notes: Confidence intervals are calculated by sampling (with replacement) the entire distribution of
𝑝-values in our dataset 10,000 times and counting the number of 𝑝-values that occur in each bin region
for each resampling; the bottom and top of the confidence bands correspond to the 2.5th and 97.5th
percentile of bin counts across samples for each bin region.

the threshold does not exceed the number to the right of the threshold: 𝐻0 ∶𝑛𝑙 ≠𝑛𝑟. In Table 3, we

show the empirically observed values of these counts across the three different bin widths. We also

report the bootstrapped 𝑝-values associated with the (two-sided) null hypothesis above, calculated

by sampling (with replacement) the entire distribution of 𝑝-values in our dataset 10,000 times and

calculating the proportion of samples for which the sampled value of |𝑛𝑙−𝑛𝑟| is as large or larger

than the empirically observed value of |𝑛𝑙−𝑛𝑟|. In the table, we also report the 95% confidence

interval as the 0.0275 and 0.975 quantiles of the sampled distribution of the difference 𝑛𝑙−𝑛𝑟.

Table 3: Bootstrap tests for discontinuity in distribution of 𝑝-values at 0.05 threshold

Obs. in
[0.05−ℎ,0.05)

Obs. in
[0.05,0.05+ℎ)

Empirical
difference

95% bootstrap
confidence

Bootstrap
test of

Bandwidth 𝑛𝑙 𝑛𝑟 𝑛𝑙−𝑛𝑟 interval discontinuity
ℎ=0.005 12 17 -5 [−16,5] 𝑝=0.54
ℎ=0.010 29 29 0 [−15,15] 𝑝=0.51
ℎ=0.020 61 52 9 [−12,30] 𝑝=0.52

Notes: Bootstrap values are calculated by sampling (with replacement) the entire distribution of 𝑝-values in
our dataset 10,000 times. We report the 0.0275 & 0.975 quantiles of the distribution of the sampled difference
𝑛𝑙−𝑛𝑟 as the confidence interval. 𝑝-values are associated with the two-sided null hypothesis 𝐻0 ∶𝑛𝑙 ≠𝑛𝑟 and
are reported as the proportion of samples for which the sampled value of |𝑛𝑙−𝑛𝑟| is as large or larger than
the empirically observed value of |𝑛𝑙−𝑛𝑟|.

As can be seen in all cases reported here, the 𝑝-values all fall well above conventional significance

levels. This is to say we fail to find evidence of strategic or otherwise discontinuous behavior by

experimenters around the 0.05 threshold in our sample.

4.2 Other techniques for detecting 𝑝-hacking. In our research, we were able to find sev-

eral methods from prior work that investigate problems similar to ours. Crucially, for the purposes

of our analysis, we uncovered key shortcomings associated with both the simple bootstrap ap-

proach above and the existing methods reviewed below. We use this to motivate a simple extension

of prior models, which we demonstrate has favorable properties for detecting 𝑝-hacking behavior
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in our context. We briefly review prior work below, and then introduce our model and apply it to

our data in an attempt to further contextualize the evidence for 𝑝-hacking behavior in our sample.

4.2.1 Generic density estimation techniques.A key stream of existing literature related to our

problem comes from econometric and statistical methods for discontinuity detection in empirical

data distributions. This problem of detecting discontinuities in density functions is a fundamen-

tally different problem than detecting discontinuities in dependent variables, as is commonly the

goal in standard regression discontinuity design. An important method for density discontinu-

ity detection developed in recent years is that of Cattaneo et al. (2018)—denoted “rddensity”.

This technique employs local polynomial regressions to flexibly approximate the density function

on either side of the threshold of interest while taking into account many of the subtle issues

that make density estimation difficult (e.g., bandwidth selection, kernel choice, bias near discrete

boundaries). Because of this, rddensity is frequently used as a manipulation check in standard

discontinuity designs and may be considered state-of-the-art for discontinuity detection in generic

density functions.

4.2.2 Meta-analytic techniques. Several prior papers investigate the problem of detecting

discontinuities and other abnormalities in the distribution of reported test statistics across many

academic studies (Andrews and Kasy, 2019, Gerber et al., 2008). An influential paper in this

stream of work is Gerber and Malhotra (2008), which introduced the “caliper test” methodology

for investigating discontinuous anomalies in test statistics. This test is conducted by considering

all test statistics from a body of work and selecting a small window around a relevant significance

threshold. If the distribution of statistics is indeed continuous, then the number of results that fall

on either side of this threshold should approximately be equal, assuming the caliper is sufficiently

small. One can then perform a binomial test on whether the number of tests on the significant

side of the threshold exceeds those on the non-significant side.

There are also research methods that are designed to account for the effects of 𝑝-hacking in the

construction of some meta-analytic estimator (Simonsohn et al., 2014, Stanley and Doucoulia-

gos, 2014, Vogel and Homberg, 2021). The methods described in these papers, however, are not

well-matched to our problem for two reasons. First, most of these projects are concerned with an-

alyzing experiments that are all designed to study a single phenomenon with a shared underlying

effect size; this assumption is clearly not applicable in our context, where our experiments come

from hundreds of firms testing thousands of different ad hoc interventions. Second, the purpose

of these techniques is more to conduct meta-analytic inference that is robust to the effects of

𝑝-hacking, rather than actually detect 𝑝-hacking. While related, these techniques are ultimately
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ill-suited for the problem at hand.

4.2.3 Shortcomings of existing methods. We developed a simulation procedure to compare

the performance of the caliper method of Gerber et al. (2008) and the rddensity technique of

Cattaneo et al. (2018) for detecting 𝑝-hacking in our context, and we dedicated a portion of

our appendix (Appendix B.2) to studying the test performance of these methods. This analysis

demonstrates the main shortcomings of these approaches, especially in relation to the approach

we propose below. The primary issues are:

• Inflated false discovery due to symmetry assumptions. The caliper method of Gerber and

Malhotra (2008) assumes that the number of observations on either side of the relevant sig-

nificance threshold is equal. (The bootstrap method used in section 4.1 suffers from this

same shortcoming.) This assumption is only theoretically true either (a) when the under-

lying density function is perfectly flat in the region of interest or (b) in the limit as the size

of the caliper (ℎ, the window around the relevant threshold) goes to zero, i.e., ℎ → 0+. We

show in the appendix how this can lead to an inflated Type I error (false positive) rate in the

detection of 𝑝-hacking.

• Low power (inflated false negative rate). Generic density-based methods, such as rddensity

from Cattaneo et al. (2018), appear to have good false positive control but are underpow-

ered relative to other methods for detecting 𝑝-hacking reviewed in this project. Having a

high-powered test is good practice in all statistical analysis, but—given that cursory analysis

of our data suggests our effect might be small—this is a particularly important property to

have in this project.

In a number of simulation analyses described in the appendix, we show how our approach ap-

pears to achieve a Pareto improvement in performance on desired test characteristics among these

methods. In Section 4.3, we outline this approach, and in Section 4.4, we report the results from

its application to our dataset.

4.3 Outline of asymmetric caliper discontinuity test. Our test aims to create a model

for a distribution of 𝑝-values, assuming this distribution was generated without any discontinuous

behavior near 0.05. This model helps us derive a test statistic based on the difference in the number

of 𝑝-values falling on either side of the significance threshold. The bootstrap above, as well as the

caliper test used in prior studies, assumed that these counts should be equal under the null hypoth-

esis; as outlined in Appendix B.2, this assumption compromises the performance of these tests for

their intended objective because it does not consider the global information about the shape of the

distribution being studied. Our test corrects this shortcoming by modeling the slope of the distri-
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bution near the significance threshold. This method allows for an unequal distribution of observa-

tions within a small window on either side of the threshold, making it an asymmetric caliper test.

4.3.1 Modeling the empirical distribution of 𝑝-values. A key requirement for our model is

that we have a valid model of what a distribution of 𝑝-values should look like in the absence of

any 𝑝-hacking. To do this, we draw upon existing theory and established literature in bio- and

meta-statistics about how to model 𝑝-value distributions arising from many disparate analyses.

Consider that for an experiment where the null hypothesis is true (i.e., there is no difference in

conversion rates between treatment arms), frequentist statistical theory predicts the 𝑝-value to

be uniformly distributed on the unit interval. However, when we look at the results of an ex-

periment, we do not know ex ante whether the null hypothesis is true or if, on the other hand, a

non-zero effect size is present. If we look at the results of many experiments in a meta-analysis of

𝑝-values, some 𝑝-values will correspond to tests where the null hypothesis is true (and therefore

be uniformly distributed), but for another portion, the alternative hypothesis will be true (when

the effect size is non-zero).10 In these cases, two-sided 𝑝-values will tend to cluster near zero

(since such results have a lower probability of occurring when assuming the null hypothesis). This

explains the rough shape of the 𝑝-value distributions we observe in our data (Figure 7).

This discussion motivates the modeling of the distribution of 𝑝-values as a hierarchical mixture

coming from one null component (with uniform distribution to model the null effects) and another

component to model the results of non-null effects. In this project, we model the non-null portion

of our density as a mixture of beta distributions. This approach is well-established in biostatistics

and has been used extensively in many contexts to model 𝑝-value distributions (Allison et al., 2002,

Parker and Rothenberg, 1988, Pounds and Morris, 2003). A full description of our model, deriva-

tion of relevant formulae, and discussion around issues such as parameter restrictions, number of

mixture components in the model, and other implicit assumptions are provided in Appendix B.

In brief, we model our data as arriving from a two-stage mixture model, where in the first stage a

mixture component 𝑘𝑖 ∈{0,1,…,𝐾} is drawn from a categorical (or multinoulli) distribution with

parameter vector 𝜋 = (𝜋0,…,𝜋𝐾): 𝑘𝑖 ∣ 𝜋 ∼ Categorical(𝜋0,…,𝜋𝐾) , subject to a natural ordering

and unitary sum constraint: 𝜋1 > ⋯ > 𝜋𝐾 and ∑𝐾
𝑘=0𝜋𝑘 = 1 . In the second stage, conditional on

knowing an observation’s mixture component 𝑘𝑖, its value 𝑥𝑖 will be distributed either uniformly
10While the null hypothesis may never be exactly true, this discussion provides an intuitive justification for the

parametric form of our density function. Further, whether or not the null is precisely true in any case, we can see
visually — observing the flatness of the 𝑝-value density above 0.05 in Figure 6 — that a significant proportion of
the 𝑝-value data can be well-modeled with a uniform distribution.
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(for 𝑘𝑖 =0) or as a Beta random variable with component-specific parameters (𝑎𝑘𝑖
,𝑏𝑘𝑖

) (for 𝑘𝑖 >0):

𝑥𝑖 ∣𝑘𝑖 =0∼Unif(0,1) and 𝑥𝑖 ∣𝑘𝑖 >0,𝑎,𝑏∼Beta(𝑎𝑘𝑖
,𝑏𝑘𝑖

)

We estimate this model using the principle of maximum likelihood by maximizing the log-

likelihood function, ℓ(𝜃 ∣ 𝑥), of the observed data 𝑥 over the distribution parameters 𝜃 = (𝜋,𝑎,𝑏);
this function is given by:

ℓ(𝜃 ∣𝑥)= logℒ(𝜃 ∣𝑥)=
𝑁

∑
𝑖=1

log(𝜋0+
𝐾

∑
𝑘=1

𝜋𝑘{ 1
𝐵(𝑎𝑘,𝑏𝑘)𝑥𝑎𝑘(1−𝑥)𝑏𝑘−1}) (1)

4.3.2 Hypothesis test for discontinuity at significance threshold.The upshot of fitting the mix-

ture model described above is that it provides a principled method for making inferences about the

shape of the distribution of 𝑝-values near the significance threshold. With the information pro-

vided by the model, we can describe what the distribution of 𝑝-values should look on either side of

the significance threshold, in the absence of any discontinuous 𝑝-hacking behavior. The visualiza-

tion shown in Figure 8(a) highlights two regions within some bandwidth (or “caliper”) parameter

ℎ of the significance threshold: 𝜋𝑙 refers to the proportion of the density function that lies in the left

window and 𝜋𝑟 refers to the proportion in the right window. These two quantities — which can be

inferred as a function of the best-fit parameters of the mixture distribution described above — help

us define a null distribution around our primary statistic of interest: the difference in the number of

observations that fall between the left and right windows. Under the null hypothesis that our data

arise from a continuous underlying density function (described by our mixture model), the counts

of observations on either side of the threshold are distributed binomially as 𝑛𝑙 ∼Binomial(𝑁,𝜋𝑙)
and 𝑛𝑟 ∼Binomial(𝑁,𝜋𝑟), where 𝑁 is the total number experiments in our sample and 𝑛𝑙,𝑛𝑟 refer

to the count of experiments observed in each bin. We use these distributions to calculate the null

distribution of the difference between the number of observations below and above the threshold:

𝑆 ∶=𝑛𝑙−𝑛𝑟. This quantity will serve as our primary test statistic. Under the null hypothesis that

our data are drawn from the fully continuous mixture model, the null distribution of 𝑆 can be

derived in closed form from the parameters of the mixture model (see Eq. 3 in Appendix B). In

the final step of our procedure, we conduct a one-sided hypothesis test by comparing the difference

between the number of observations below and above the significance threshold — which we will

denote by 𝑆∗ — to the estimated null distribution of ̂𝑆 that is derived from the mixture model.11

4.3.3 Final implementation details. Two factors we have yet to discuss about our test pro-

cedure are how we decide on (a) the number of components in our mixture model and (b) what
11Because an abundance of 𝑝-values below the significance threshold is the only phenomenon consistent with

𝑝-hacking, we will only accept the alternative hypothesis (that our data have been 𝑝-hacked) if the number of
observations left of the threshold exceeds the amount on the right.
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Figure 8: Theoretical distribution of 𝑝-values near significance threshold

(a) Without 𝑝-hacking
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Notes: The regions marked 𝜋𝑙 and 𝜋𝑟 (visualized in red) represent the relative proportions of the
𝑝-value distribution immediately below and above the threshold of interest, 𝜏 =0.05. Along with
a given sample size 𝑁 and specified bandwidth parameter ℎ, these parameters fully identify the
null distribution of our test statistic.

exactly it means to be “near” the significance threshold (i.e., how we select ℎ). In regards to

(a): For the primary results reported here, we use a model with 𝐾 = 2 beta components (three

in total, counting the uniform component). We find that among the set of integers, the choice

of 𝐾 = 2 minimizes the model’s Bayesian information criterion and maximizes cross-validated

(out-of-sample) log-likelihood. However, we will report alternative analyses with other values

of 𝐾 after we describe our main results. As for (b): Nearly every density estimation technique

requires that the researcher specify a bandwidth parameter in some form; our method is no dif-

ferent in this regard. As described above and visualized in Figure 8, our statistical test requires

that we specify the width of the “window” around our significance threshold — given by some

ℎ > 0. A well-regarded technique for choosing this parameter is to use a data-driven approach

such as cross-validation or machine learning (Rudemo, 1982). We will instead fix the bandwidth

for our tests manually, though at several different possible values for robustness. In our context,

data-adaptive approaches are prone to small-sample biases that can have unpredictable effects

on statistical tests dependent on this parameter. This is explained in more detail in Appendix D,

where we demonstrate how — at least for our analysis — fixed bandwidth exhibits higher power

and more regularity than tests based on adaptive bandwidths.

As for how we select ℎ, we highlight our qualitative conclusions are unchanged if we use es-

sentially any value of ℎ between 0.001 and 0.05. Previous researchers studying meta-analytic

𝑝-value distributions in academic research have specifically pointed to a prevalence of 𝑝-values in

the 0.04-0.05 range as indicative of 𝑝-hacking behavior (Simonsohn et al., 2014). Based on this
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work, our primary test of interest will use a bandwidth parameter of ℎ = 0.01. However, we also

describe the results of our analysis if this parameter is set to either half (ℎ = 0.005) and twice

(ℎ=0.02) this value; this method of reporting robustness to bandwidth choice is commonly used

in regression discontinuity designs, as suggested by McCrary (2008).

4.4 Main empirical results. Having outlined the main components of our model and sta-

tistical test, we are now in a position to report the results of our discontinuity analysis. We begin

by describing the fit of the mixture model; the maximum likelihood estimates for the parameters

in our model are given in Table 4. Our mixture model lends itself well to graphical visualization;

the MLE fit of our model on top of the empirical histogram has been plotted in Figure 9. In grey,

we have generated a histogram of empirically observed 𝑝-values from our dataset; on top of this,

we show the best-fit maximum likelihood estimate, as specified above. This graph is broken up

into a null component (𝑓0, in blue) and a composite “alternative” component (𝑓𝑎 =𝑓1+𝑓2, in red),

corresponding to data generated from a mixture of positively skewed beta densities. Since the

density function outlined here is clearly continuous at 0.05, it provides a theoretically motivated

null model to facilitate hypothesis testing in the following sections.

Figure 9: MLE fit and empirical histogram
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Table 4: MLE Parameter Esti-
mates

Parameter Estimate
𝜋0 0.802
𝜋1 0.168
𝜋2 0.030
𝑎1 0.237
𝑎2 0.010
𝑏1 1.536
𝑏2 1.384

Having computed the best-fit mixture model, we can now report the results of our hypothesis

test for discontinuity in our data at the 𝜏 =0.05 threshold. These results are displayed in Figure

10, with key statistics also summarized in Table 5. Each of the three rows in the figure corresponds

to a separate calculation for the bandwidth choices, ℎ = 0.005,0.01,0.02. The left panel shows

histograms of the empirical distribution with binwidth set to ℎ (the corresponding ℎ value is shown

above each histogram). The primary characteristic of these histograms being considered is the

difference between the bin counts immediately above and below the 0.05 threshold; these have been
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colored in solid red to highlight the portion of the data that is used for the local discontinuity tests.

Additionally, the MLE fit of the beta-uniform mixture model is shown as a solid black line above

the histograms. The right side of the panel shows the null distribution of the test statistic (based

on the MLE fit), along with the empirically observed test statistic 𝑆∗. This value corresponds

directly to the difference in the highlighted histogram bin heights above and below 0.05. The 𝑝-

values for each test are displayed above the graphs of the test statistic distributions. Because we

have conducted a one-sided hypothesis test, 𝑝-values are computed by calculating the proportion

of the test statistic’s null distribution that lies above the observed value; this integration has been

represented visually by shading the region of the null distribution above the observed test statistic.

As can be seen, the 𝑝-values from our tests are all well above any reasonable significance level

for any value of the bandwidth parameter (𝑝=0.83,0.55,0.37). In statistical terms, we are unable

to reject the null hypothesis of continuity in the underlying density function of 𝑝-values near the

0.05 threshold. In behavioral terms, these results provide no evidence for the form of 𝑝-hacking

described earlier on the part of the firms in our sample.

Recall that the results reported above correspond to the version of our model with 𝐾 = 2
beta-distributed mixture components and one uniform component. To ensure our results are not

sensitive to this assumption, we also performed our analysis for values of 𝐾 ∈ {3,4,5} and we

report the corresponding results of our discontinuity test in Table 6. The results from these tests

are all very consistent with our primary analysis, demonstrating that our null finding above is

robust to this particular parameter.
4.4.1 Interpreting the null result & counterfactual analysis. It is important to recognize that

absence of evidence is not evidence of absence. As in all frequentist hypothesis testing, it is not pos-

sible for us to “test for” a null hypothesis. In this case, we cannot say for sure that the experiments

in our dataset were not 𝑝-hacked, merely that the method we developed was unable to reject the

null hypothesis at conventional significance levels. However, there are several steps we can take

to better understand and contextualize what our results can and cannot say about the presence

of 𝑝-hacking in our sample. We begin by considering the confidence intervals associated with our

main effect, move on to discuss some of the nuances associated with quantifying the effect we are

Table 5: Primary tests for discontinuity at 𝜏 =0.05 threshold

Values left
of threshold

Values right
of threshold

Empirical
difference

Expected
difference

Asymmetric
caliper

Bandwidth 𝑛𝑙 𝑛𝑟 𝑆∗ E[ ̂𝑆] 𝑝-value
ℎ=0.005 12 17 -5 0 0.83
ℎ=0.01 29 29 0 2 0.55
ℎ=0.02 61 52 9 6 0.37
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Figure 10: Results of asymmetric caliper test for discontinuity at 𝜏 =0.05

0

10

20

30

0.01 0.05 0.09

h=0.005

0

20

40

60

0.01 0.05 0.09

h=0.01

0

30

60

90

0.01 0.05 0.09
Empirical Histogram & MLE Fit

h=0.02

S*: −5

0.000

0.025

0.050

0.075

0.100

0.125

−20 0 20

p −value:  0.83

S*: 0

0.000

0.025

0.050

0.075

0.100

0.125

−20 0 20

p −value:  0.55

S*: 9

0.000

0.025

0.050

0.075

0.100

0.125

−20 0 20
Test Statistic Null Distribution

p −value:  0.37

Notes: Our primary statistical test measures the difference between the number of 𝑝-values above/below
the 0.05 threshold and compares this value to a theoretically derived null distribution of this statistic, based
on fitting a beta-uniform mixture model to the observed data. We perform this test three times, once for
each of the bandwidth values ℎ = 0.005,0.01,0.02. Empirically observed histograms for each of these
bandwidth values are shown in the left column (white/red bars), along with the MLE-fit beta-uniform
mixture model (black line). In the right column, for each ℎ, we plot the corresponding null distribution
of our test statistic (derived in Appendix B, Eq. 3) and the empirically observed difference in bin heights,
𝑆∗. Taking the proportion of the null distribution that lies above 𝑆∗ gives us the one-sided 𝑝-value for our
discontinuity test (see Eq. 8 in Appendix B for precise definition). No 𝑝-value among the outcomes we
observe (𝑝 = 0.83,0.55,0.37) approaches conventional levels of significance, indicating we cannot reject a
null hypothesis that assumes continuity in the underlying density of 𝑝-values in our dataset.

trying to detect, and then describe our attempt at measuring the power of our discontinuity test.

We describe in Appendix B how one can adapt our test procedure to define both the one-sided

and two-sided 95% confidence intervals around our main test statistic; these intervals are shown

in Table 7, which have been calculated using the same three bandwidth thresholds as above. For

now, consider the test with ℎ = 0.02, which has the widest confidence intervals among our three

analyses. The two-sided 95% confidence interval for the size of the discontinuity at the 𝑝 = 0.05
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Table 6: Discontinuity test results (𝑝-values) for
different numbers of mixture components (𝐾)

𝐾 =2 𝐾 =3 𝐾 =4 𝐾 =5
ℎ=0.005 0.834 0.828 0.837 0.841
ℎ=0.01 0.553 0.562 0.574 0.587
ℎ=0.02 0.368 0.402 0.426 0.461

Notes: This table reports one-sided 𝑝-values from the asymmetric
caliper test, applied to our data at the 𝜏 = 0.05 threshold. The
twelve specifications were generated by varying the number of mixture
components (𝐾) and bandwidth parameters (ℎ).

threshold is (−16,22). To interpret these numbers, consider that our test statistic is constructed

as the difference between the number of 𝑝-values below and above the significance threshold. If

one imagines simplistically that a 𝑝-hacked test is one that moves a result that would have fallen in

the window directly above the 0.05 threshold to the window below the threshold, this would cause

the difference in our test statistic to increase by two. This suggests it may be better to divide this

statistic in half when attempting to translate the result into a “number of experiments that were 𝑝-

hacked”. With this particular interpretation, our data would indicate no more than 11 experiments

(the upper end of the 95% confidence interval divided by two) or — 0.53% of the tests in our total

sample — may have been 𝑝-hacked. While such reasoning can be a useful thought experiment, we

argue one should not interpret our results using this simple logic. This is because it is simply not

true that the difference between a “𝑝-hacked” and “not 𝑝-hacked” experiment is its 𝑝-value would

move from just above 0.05 to just below 0.05. It is instructive to understand why this is the case.
Table 7: Confidence Intervals

Bandwidth ℎ
0.005 0.01 0.02

One-sided 95% confidence interval (−∞, 3) (−∞, 10) (−∞, 19)
Two-sided 95% confidence interval (-14, 4) (-14, 12) (-16, 22)

In our context, 𝑝-hacking can manifest in two ways. First, tests with genuine differences be-

tween treatment arms might naturally yield 𝑝-values close to zero. If 𝑝-hacked, these tests could

prematurely stop once the 𝑝-value is below 0.05, shifting it from nearly zero to just under this

threshold. Conversely, 𝑝-hacking can be applied to tests with effect sizes that are effectively null

(implying their 𝑝-values are uniformly distributed). In these scenarios, an experimenter might

extend their data collection until the 𝑝-value happens to fall below 0.05 by chance. Without

ground-truth knowledge of the actual effect sizes, distinguishing 𝑝-hacking types and interpreting

a discontinuity’s magnitude is challenging. All 𝑝-hacking creates a discontinuity at the critical

threshold, but without knowing true effects, we are unable to deduce the exact magnitude of the

“number of 𝑝-hacked experiments”.
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Nonetheless, it would be very useful—both for conceptual reasons and to interpret the results

of our analysis—if we could quantify the “effect size of 𝑝-hacking” in some way. We propose one

way to think about this effect, which is as the proportion of experiments that were intended to be

𝑝-hacked. For every A/B test a firm could run, we imagine two possible scenarios: In the first

scenario, the experiment is run in a “natural” state without any interference of 𝑝-hacking behavior

(i.e., we assume the experiment ends for exogenous reasons unrelated to the test’s 𝑝-value). In

the second scenario, the test is run with the intention of being 𝑝-hacked, where the stopping time

of the experiment is determined by how its 𝑝-value evolves over time. In this case, 𝑝-hacking

would proceed along the lines described in the previous paragraph, where an analyst might stop

a test before its “natural” lifetime, or extend it beyond its “natural” lifetime depending on the

underlying data generating process.

Based on this understanding, we have developed a procedure that allows us to counterfactually

𝑝-hack the experiments in our dataset. In addition to observing the terminal 𝑝-value associated

with each test in our sample, we also observe (a) the raw outcomes of the data used to derive the

𝑝-value (e.g., the number of user sessions and conversions observed in each test arm), and (b) the

duration of each experiment in days. Using these data, we can simulate what the contemporaneous

𝑝-value would be throughout the duration of each test. We can then simulate what the terminal

𝑝-value of a test would be if it were 𝑝-hacked. Our full simulation procedure is described in

Appendix C, but in short our process is as follows: Assume some “effect size” 𝑞 ∈ [0,1] is given

(i.e., the proportion of experiments that were intended to be 𝑝-hacked); take a random sample of

⌈𝑞𝑁⌉ experiments from our dataset and “counterfactually” 𝑝-hack them; this involves randomly

dividing up the number of observations across the lifetime of an experiment, calculating the 𝑝-value

at each interval of time throughout the life of an experiment, and ending an experiment early if its

𝑝-value becomes significant within its observed duration. If a counterfactually 𝑝-hacked test has

not reached significance by the end of its natural duration, we simulate the effect of extending data

collection for a period of time and stop the experiment at the first point a 𝑝-value dips below 0.05.

An important factor that determines precisely how “the proportion of experiments intended to

be 𝑝-hacked” maps onto the shape of the final distribution of terminal 𝑝-values is the frequency at

which each test’s 𝑝-value is checked. Truly continuous monitoring would consist of checking the

𝑝-value of a test after every new observation. That being said, this form of 𝑝-hacking would be

unrealistic in our context. Based on our conversations with employees at the platform, it is more

common for experimenters to check their results daily, weekly, or with a frequency somewhere in
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between.12 To visualize how these different forms of 𝑝-hacking would manifest in the distribution

of terminal 𝑝-values, we have performed the simulation described above for varying proportions

of 𝑝-hacked experiments 𝑞 ∈ [0,1] and plotted the distribution of resulting 𝑝-values near the 0.05

significance threshold. In Figure 11(a), we used a procedure that simulates the effect of checking

𝑝-values every 24 hours; in Figure 11(b), we perform the same analysis, except simulate the effect

of checking 𝑝-values on a weekly basis. What is apparent in these visualizations is that checking

𝑝-values less frequently makes it more difficult to observe the discontinuity in the 𝑝-value distri-

bution near 0.05. That being said, even if only a fraction of experiments are 𝑝-hacked, the effect

of this behavior should be noticeable.

Figure 11: 𝑝-value distributions from counterfactually 𝑝-hacked A/B tests

(a) Simulated daily 𝑝-hacking

(b) Simulated weekly 𝑝-hacking

Notes: For each subplot, we randomly select a fraction 𝑞 of tests in our sample and simulate what their
𝑝-values would have been throughout the lifetime of each test. In Fig. (a), experiments are counterfactually
𝑝-hacked by checking 𝑝-values once every 24 hours; in Fig. (b), the experiments are 𝑝-hacked by checking
𝑝-values once every 7 days. For full details on the simulation procedure, see Appendix C.

In fact, we can be more precise about this observation and use our simulation procedure to

quantify how often our statistical test is able to detect a discontinuity at the 𝑝-hacked significance

threshold. To this end, we estimated the power curve of our statistical test in the following way:

For each of several values of 𝑞 ∈ [0,0.20], we took a bootstrap sample of tests from our dataset

(using 𝑁 = 2,270 and sampling with replacement), simulated the 𝑝-value distribution we would

observe if a fraction 𝑞 of the tests were deterministically 𝑝-hacked (i.e., stopped on the first time a

𝑝-value below 0.05 is observed), performed our asymmetric caliper test, and took note of whether

our test was able to detect a discontinuity at the 𝛼=0.05 significance level. For each value of 𝑞, for

various values of the bandwidth parameter ℎ, and for both daily and weekly forms of 𝑝-hacking,
12Also recall from the discussion in Section 3.4.1 that a subset of analysts appears to make stopping decisions on

a weekly basis.
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we repeated this procedure 1,000 times and took note of the percentage of the 1,000 repeats in

which we detected a discontinuity. (This procedure is described in detail in Appendix C.) The

results of this analysis are summarized in Figure 12.

Figure 12: Power (sensitivity) analysis of asymmetric caliper method for detecting 𝑝-hacking
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Notes: These are plots generated by using Monte Carlo simulations, where for each of 1,000 bootstrap
samples per effect size 𝑞, we simulate the daily (weekly) time series of 𝑝-values for all experiments in
our data and counterfactually 𝑝-hack a proportion 𝑞 of them. For each simulation, we perform our
asymmetric caliper test for discontinuity and report the “power” of our test as the percentage of times
our test detected a significant effect at the 5% level. Results are grouped by bandwidth size ℎ.

For the most sensitive version of our test procedure (i.e., with ℎ=0.02), this analysis estimates

we would have 80% power to detect an effect size of 𝑞 ≈ 0.035 for daily 𝑝-hacking and 𝑞 ≈ 0.065
for weekly 𝑝-hacking. To be sure we interpret these results correctly, note that real 𝑝-hacking

behavior would obviously be less deterministic than the behavior we are simulating. However,

this method does capture many of the essential dynamics of real 𝑝-hacking behavior and is able

to quantify the power of our testing procedure while also keeping the problem tractable and in-

terpretable. If we believe real firms monitor their experiments more frequently than once a day,

then our simulations should underestimate the consequences of this behavior on the distribution

of terminal 𝑝-values. If, on the other hand, we believe 𝑝-hacking behavior occurs less frequently

than once a week, then the power of our test is lower than what we report in Figure 12b. How-

ever, we believe the most common forms of real-world 𝑝-hacking behavior would very likely fall

somewhere between these two extremes.

So while we cannot conclusively rule out the presence of 𝑝-hacking in our sample, we can say

with reasonable confidence that if there were a positive effect of 𝑝-hacking in our dataset, it would
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affect fewer than 3%−6% of the experiments in our sample. Even in the worst-case scenario that

there is an effect and its magnitude is on the upper end of this range, this estimate is smaller by

nearly an order of magnitude when compared to existing estimates of the prevalence of 𝑝-hacking

in similar contexts (Berman et al., 2018). To summarize: we find no evidence for the hypothesis

that e-commerce firms 𝑝-hack at the 5% significance threshold. Further, if even a small fraction

of experimenters were systematically engaging in this behavior, the analyses laid out here demon-

strate that our methodology would have the ability to detect this effect. We emphasize that

across the many specifications we have analyzed, we find no positive evidence for the presence of

a discontinuity in our empirically observed distribution of 𝑝-values.

4.5 Investigating other forms of 𝑝-hacking. Given that our primary analysis resulted

in a null outcome, it is natural to ask if there is evidence for other forms of 𝑝-hacking behavior in

our sample.

4.5.1 Alternative thresholds.One possibility we have yet to consider is that firms 𝑝-hack their

A/B tests at thresholds other than the platform default of “95% confidence”. Given that the plat-

form in our context had a very clear default around the 95% threshold, we believe it to be unlikely

to find evidence for discontinuous behavior at these other thresholds, but nonetheless report the

results of analyses that investigate behavior around the 90% and 99% thresholds (or the 0.10 and

0.01 thresholds in the observed distributions of 𝑝-values). Fortunately, the method we developed

can easily be adapted to test for discontinuities at these other thresholds; the results of these

statistical tests—conducted for varying bandwidth levels—are shown in Tables 8 and 9. We have

also plotted histograms of our data near these thresholds (along with bootstrapped confidence

intervals) in Figures 13 and 14. In none of these analyses do we find evidence for discontinuous

behavior around the 0.10 or 0.01 significance thresholds.

Table 8: Test for 𝑝-hacking at 𝜏 =0.01 level

ℎ 𝑛𝑙 𝑛𝑟 𝑆∗ E[ ̂𝑆] 𝑝-value
ℎ=0.001 7 5 2 0 0.67
ℎ=0.002 11 11 0 1 0.37
ℎ=0.005 35 27 8 7 0.54

Table 9: Test for 𝑝-hacking at 𝜏 =0.10 level

ℎ 𝑛𝑙 𝑛𝑟 𝑆∗ E[ ̂𝑆] 𝑝-value
ℎ=0.01 27 17 10 0 0.92
ℎ=0.02 47 35 12 2 0.86
ℎ=0.05 119 108 11 12 0.46

Another possibility worth considering is that firms may be using different thresholds to 𝑝-hack

their experiments (e.g., one firm may 𝑝-hack at 0.05 and another at 0.10). We explore this topic

in more depth in Appendix E, where we simulate more complex firm behavior and estimate the

robustness of our methods for detecting 𝑝-hacking. While this type of heterogeneity would po-

tentially diminish the power of our test, we conclude that (if a meaningful amount 𝑝-hacking were

indeed occurring) we should still be able to see evidence of this behavior in the distribution of
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Figure 13: Histograms of 𝑝-values near 𝜏 =0.01 threshold
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Figure 14: Histograms of 𝑝-values near 𝜏 =0.10 threshold
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𝑝-values and detect some form of discontinuity with our proposed methods.

4.5.2 Alternative (non-target) metrics on the testing dashboard.Recall (from Sec. 3.1.1) that

the testing platform allows firms to choose a primary “target” metric for each A/B test; in 95.6%

of tests, this metric was set to user conversion rate. But also recall that the platform reports the

effect sizes and confidence levels for eight metrics by default (see Figure 2). While we have argued

that the most plausible place to look for 𝑝-hacking behavior is in the distribution of 𝑝-values for the

target outcome metric, there are potentially many other ways that the entirety of data reported

by the testing platform could have influenced experimenters’ behavior. For example, perhaps

analysts were focusing on multiple metrics of interest without going to the trouble of specifying

them as “target” metrics in the platform’s testing interface. It seems reasonable—especially in

our sample of firms that are all engaged in some form of e-commerce retailing—that metrics such

as the add-to-cart rate and average revenue could have particular relevance.

For each outcome variable, we filter out any experiments that failed to meet the platform’s

statistical reporting thresholds; in total, we are left with 16,093 𝑝-values across the eight metrics.

We plot the local distribution of terminal 𝑝-values from all eight metrics and report the results

of our asymmetric caliper test applied to each of these outcomes at the 𝜏 = 0.05 significance
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threshold. These data are shown visually in Figure 15, and the results of our test for discontinuity

are summarized in Table 10. As can be seen, there is little evidence for 𝑝-hacking at the 𝜏 =0.05
(95% confidence) threshold for any of the outcome metrics visible to firms on the platform’s test-

ing dashboard. For the “cart abandonment” and “pageviews” metrics, we do observe a 𝑝-value

below 0.05 when testing for a discontinuity using the bandwidth ℎ = 0.01; however, evidence

for these discontinuities does not remain robust to other choices of the bandwidth parameter.

Given that we conducted 24 different tests for discontinuity in this process (eight metrics, across

three bandwidth values), it is not terribly unexpected that at least one of our test results appears

“significant”. Also, we note in situations where we know the experiments have been 𝑝-hacked

(i.e., from simulation evidence reviewed in Figure 12), we can see that test sensitivity increases

with bandwidth size. However, as can be seen in the third column of Table 10, evidence for

discontinuities in the 𝑝-value distributions of these two metrics using the ℎ = 0.02 bandwidth

is conspicuously absent. As such, we consider the total evidence for discontinuities around the

significance threshold for any metric to be weak. On the whole, there appears to be little to no

evidence for 𝑝-hacking behavior across different experimental outcomes.

4.5.3 Potential for heterogeneous behavior in sub-samples.Given the null results in our main

analysis, a natural question to ask is if there is a sub-sample of our data that can be characterized

by some dimension of heterogeneity (e.g., small firms vs. large firms, or tests with large effects

vs. small effects) in which 𝑝-hacking is more likely to occur. We do not categorically rule out this

possibility, but it is worth highlighting why this would be surprising to find in light of the evidence

already presented. Note our analysis is specifically designed to detect the presence/absence of

𝑝-hacking in our sample. This scenario differs from other types of analysis in which heterogeneous

effects across subgroups might cancel out in aggregate, resulting in a null main effect. If 𝑝-hacking

occurred in any subset of our experiments, we would expect some evidence of a discontinuity to be

preserved in the full sample. Though combining 𝑝-hacked and non-𝑝-hacked 𝑝-values may intro-

duce some noise, it should not eliminate the discontinuity entirely. So while we are not claiming

that absolutely no 𝑝-hacking occurred on the platform in question, the fact that we failed to find

evidence for this behavior in our main analysis suggests it must have been relatively rare across

the board. In particular, recall from our analysis in Section 4.4.1 that our methods should be able

to detect 𝑝-hacking if it occurred in approximately 3%-6% of the tests in our sample.

5 Discussion.

As academic and industrial sciences continue to cross-pollinate ideas and methodologies, it is

increasingly important to understand when and how statistical tools adapted from one domain en-
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Figure 15: Local histograms for all outcome metrics
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Notes: Histogram plots of raw data near the 0.05 significance threshold, shown for each of the eight outcome
metrics visible in the testing platform’s dashboard. We have also plotted 95% bootstrap confidence intervals
around the observed bin counts.

Table 10: Results of tests for discontinuity at 𝜏 =0.05 threshold, for all eight outcome metrics

Bandwidth: ℎ=0.005 Bandwidth: ℎ=0.01 Bandwidth: ℎ=0.02
Metric 𝑛𝑙 𝑛𝑟 𝑆∗ E[ ̂𝑆] 𝑝-value 𝑛𝑙 𝑛𝑟 𝑆∗ E[ ̂𝑆] 𝑝-value 𝑛𝑙 𝑛𝑟 𝑆∗ E[ ̂𝑆] 𝑝-value

Conversion rate 13 17 -4 0 0.776 30 29 1 1 0.500 66 54 12 6 0.254
Revenue per session 10 9 1 0 0.404 24 27 -3 1 0.694 59 55 4 6 0.541

Add-to-cart rate 23 17 6 0 0.120 38 31 7 2 0.225 74 59 15 8 0.238
Cart abandonment rate 15 10 5 0 0.139 32 20 12 1 0.043∗ 55 44 11 5 0.245

New user conv. rate 14 10 4 0 0.192 31 20 11 1 0.065 49 44 5 5 0.479
Bounce rate 16 12 4 0 0.188 25 26 -1 1 0.599 55 56 -1 5 0.729

Pageview count 20 19 1 1 0.430 44 29 15 3 0.048∗ 87 77 10 11 0.517
Time on site 15 17 -2 1 0.657 30 32 -2 3 0.698 58 60 -2 11 0.858

hance or impair decision-making in the other. Over the past decade, firms in the e-commerce, me-

dia, and software industries have quickly adopted the use of randomized experiments—a mainstay

tool of academic and medical sciences—for informing strategic and marketing decisions. Over the

same time period, the potential for abusing scientific techniques—and a particular form of abuse

called 𝑝-hacking—has attracted a significant amount of interest from practitioners, academics,

and scientific commentators. Existing literature on the subject of 𝑝-hacking suggests it is ubiqui-

tous in academic science, and several researchers have claimed the issue is similarly widespread in

industrial contexts. In this project, we had the opportunity to investigate the behavior of 242 firms

using experimentation software in an economically consequential context. We set out to determine

if a certain form of 𝑝-hacking—in which analysts use sample size flexibility to obtain statistically

significant results—is present in our sample of nearly 2300 e-commerce A/B tests. We posited

(and also demonstrated) that if firms have a salient significance threshold they are trying to reach,

this type of 𝑝-hacking would result in a discontinuity in the distribution of 𝑝-values. We looked for

evidence of such a discontinuity across multiple significance thresholds and across multiple metrics
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available to users of the A/B testing software and found null evidence in essentially all cases.

5.1 Generalization to other A/B testing contexts. As in all empirical analyses, care

should be taken when considering how results from one domain may generalize to others. Though

we have hundreds of firms and thousands of tests in our dataset, our research context is limited

to the behavior of analysts on one commercial experimentation platform, and there may be id-

iosyncrasies of this platform that are important for contextualizing our results. For example,

recall that the most commonly-selected target metric for tests in our sample is “conversion rate”

(i.e., purchase incidence)—an outcome which may be less easy to manipulate compared to other

outcomes. If firms are more interested in affecting outcomes such as “engagement”, “dwell-time”,

or “click-through-rate”, interventions on these outcomes may have larger effect sizes and be more

susceptible to 𝑝-hacking. Also recall our sample of firms consists mostly of well-established e-

commerce businesses that may have more web traffic (and larger sample sizes) than other contexts

where A/B testing is used (e.g., email marketing and web design for small businesses). On average,

𝑝-values from tests with small sample sizes are more variable and likely to change in response to

new data, suggesting again that the incidence of 𝑝-hacking may be different in other settings. We

also reiterate that all the firms in our sample paid a non-trivial monthly fee to use the experimenta-

tion platform in question; this indicates the firms have more than a casual interest in data-driven

decision making and A/B testing, and suggests our results may not directly generalize to free

experimentation tools. Further, our study will have little to say about experimentation practices

at companies who use their own bespoke A/B testing tools (including prominent technology com-

panies such as Google, Microsoft, Amazon, etc.), since the expertise, protocols, and objectives of

analysts at these companies should be expected to be different from those in our sample.

This being said, we believe the characteristics of the platform we study here are such that our

findings will have some degree of broader relevance. Our sample is comprised of hundreds of

e-commerce firms that use A/B testing to inform consequential decisions about their websites’

designs. And we emphasize the similarities between the platform studied here and the other A/B

testing products reviewed in Section 2 — in terms of their use of WYSIWYG editors, continuous

reporting of experimental data via dashboard interface, and design cues applied to statistically

significant test results. To be sure, future research on A/B testing in other industrial environ-

ments would be useful for helping us understand if and how different contextual factors affect

𝑝-hacking behavior. Despite the widespread commentary on the subject reviewed in Section 2.3,

there exists relatively little published empirical evidence on 𝑝-hacking in commercial settings and

we hope this project serves as an impetus for more inquiry.
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5.2 Contextualization in light of existing 𝑝-hacking literature. There exist numer-

ous studies on 𝑝-hacking in academic settings where it has been found to be prevalent. A natural

question to consider given the results of our analysis is why a phenomenon that is widespread

and easy to detect in these settings appears absent in our context. In Section 2.3.2, we discussed

several explanations that are useful to review here: statistical literacy, logistical limitations of

𝑝-hacking, aligned economic incentives between analysts and firms, and organizational learning.

While we cannot definitively say any particular factor drives the results in our setting, this project

has provided some context for understanding the incidence of 𝑝-hacking on A/B testing platforms.

To facilitate this discussion, we reiterate some of the key characteristics of our sample (described

in Section 3): the users of the testing platform are mostly marketers, analysts, and web developers

working for e-commerce retailers. We believe it is safe to assume the typical users of the testing

platform would have had less statistical training than the typical academic researcher. Indeed, we

described in Section 2 how most A/B testing platforms are explicitly designed to facilitate the use

of experimental methods among marketers and analysts without statistical expertise. Given that

𝑝-hacking is known to occur in academic settings where analysts presumably have more statistical

education, this suggests that differences in statistical literacy or formal training are not strong

candidates for explaining why 𝑝-hacking appears in some contexts but not others. Further, recall

from our discussion in Section 4.4.1 how we demonstrated that even if a small percentage of exper-

iments (on the order of 3%-6%) were regularly monitored for significant statistics, this behavior

would result in a reliably detectable discontinuity in our dataset’s distribution of 𝑝-values. This

suggests that the type of 𝑝-hacking investigated in this project is logistically feasible as a matter

of principle, and not obviously ruled out by contextual factors such as the typical sample or effect

sizes of experiments on the platform.

While more research is clearly necessary, we believe the results of this project highlight the po-

tential role of the other factors we have discussed: economic incentives and the ability of analysts

to learn how to interpret statistical evidence through experience and implementation. We have

mentioned the work of Berman et al. (2018), which finds some evidence of 𝑝-hacking behavior

on a similar but different experimentation platform (Optimizely). While there are several differ-

ences between our two contexts, one factor we highlight is that Optimizely had a free-trial and

freemium pricing strategy during their study period. The platform our data come from has never

had a free tier, meaning that all firms in our sample paid a non-trivial monthly fee to use the

testing platform’s services. While it is not clear what fraction of experiments in the Optimizely

sample come from free users, this distinction between our samples may correlate with other firm
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characteristics that predict 𝑝-hacking behavior. We highlight one possibility, which is that firms

that have paid for a testing service are more incentivized to use it in a way that yields more robust

results. To the extent that one believes employee and firm incentives are aligned, our results are

consistent with the theory that industrial practitioners face at least some economic incentive to

avoid engaging in 𝑝-hacking behavior.

To further develop this line of thinking, it is instructive to compare the explanations proffered

above across academic and industrial contexts. In academic science, there is a putative incentive

for researchers to publish true and robust results; that being said, some research has suggested

the incentives for novelty and publication are stronger and not necessarily aligned with incentives

for truth-finding and robustness (Open Science Collaboration, 2015, Shaw and Nave, 2023). In

Brodeur et al. (2023a), the authors find evidence that academic papers in economics are 𝑝-hacked

prior to formal journal submission and that reviewer evaluations are correlated with a submission’s

statistical significance. The paper also documents a widespread belief among practitioners that

editors and reviewers have strong preferences for “significant” results, potentially explaining the

prevalence of 𝑝-hacking in settings where academic publication is a key objective of a statistical

analysis.

In contrast, industrial analysts use statistical tests to make instrumental decisions in their busi-

nesses. In this setting, there is a direct connection between statistical rigor and economic value.

Further, whereas in academic science, 𝑝-hacked results might only be revealed in the event of a

replication or detailed analysis by a motivated methodological researcher, industrial firms that

run A/B tests almost always immediately implement the interventions they are testing after an ex-

periment. This means industrial analysts have a much more consistent and shorter feedback loop

between statistical analysis and real-world implementation. This may give analysts the ability to

quickly learn how 𝑝-hacking can lead to spurious results through first-hand experience, and allow

them to adjust their behavior accordingly. We do not claim to have proven that these factors defini-

tively explain our findings, but—particularly in contrast to prior literature on this subject—we be-

lieve our results reinforce the importance of (i) economic incentives and (ii) short feedback loops be-

tween experimentation and application for improving statistical rigor across institutional settings.

5.3 Conclusion. We conclude with several managerial implications of our project. First, our

findings provide some evidence that 𝑝-hacking is not the default, inevitable outcome of providing

experimenters with access to continuous data streams of experimental results—the current stan-

dard industry practice in A/B testing. Though we cited many articles in this paper warning about

the perils of 𝑝-hacking in managerial decision-making, when we investigated this phenomenon rig-
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orously in a large sample of e-commerce websites, we failed to find evidence of this behavior in our

research context. Our finding may give managers a measure of confidence in using and interpreting

classical A/B test results to inform consequential decisions. In particular, though sophisticated

experts recommend the use of more advanced statistical techniques from the sequential testing

literature (such as the sequential probability ratio test) to prevent the negative effects of optional

stopping or data peeking, our results suggest this extra effort may not be necessary (Larsen et al.,

2024). If we accept our earlier conclusions about the importance of economic incentives and orga-

nizational learning processes, our findings suggest that these factors may be sufficient to encourage

statistical rigor in data-driven decision making. Rather than focusing solely on technical solutions,

managers might consider prioritizing the development of an organizational culture that aligns in-

centives with sound methodological practices. These conclusions would be consistent with and

underscore existing advice given in the popular industry handbook Trustworthy Online Controlled

Experiments (in Chapter 4 on “Experimentation Platform and Culture”), in which the authors

suggest that managers should “[improve] agility with short release cycles to create a healthy, quick

feedback loop for experimentation”, and that “[t]hey must provide the right incentives, processes,

and empowerment for the organization to make data-driven decisions”. (Kohavi et al., 2020).

Perhaps the clearest implication of our research is that before making dramatic changes to

experimentation practices—whether it be adopting a new statistical framework or retraining

analysts on best practices—it is prudent for firms to determine whether 𝑝-hacking is indeed a

problem for them in the first place. This is true for individual practitioners, experimentation

teams at larger companies, and testing platforms themselves. Assuming firms have access to data

on a reasonable number of prior experiments, the methods described in this paper can be used to

investigate 𝑝-hacking behavior among such proprietary datasets. In total, we believe this project

serves as an important contribution to the literature on the industrial practice of statistical science.
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Supplementary material to accompany the manuscript

“An investigation of 𝑝-hacking in e-commerce A/B testing”

APPENDICES.

A Common design paradigms in A/B testing software.

Figure A.1: Examples of industry dashboards used to report the results of A/B tests

Notes: Screenshots of dashboards taken from real A/B testing software interfaces. Clockwise from top-left, the
platforms are: Convert.com, Klayvio, Fera.ai, and Optimizely.
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Figure A.2: How online A/B testing tools describe results that reach 95% “confidence”

Notes: The images above are screenshots from online “significance calculators”, which are designed to
help analysts understand results from an A/B test. In the first column, we used each tool to cal-
culate the results of an imaginary experiment with 10,000 observations in each arm with 565 conver-
sions observed in arm “A” and 570 conversions in arm “B”; in the second column, we decreased the
number of conversions in arm “A” to 500 and had the tool recalculate the test’s results. Sources are
as follows: (a) https://neilpatel.com/ab-testing-calculator/, (b) https://www.convertize.com/ab-test-
significance/, (c) https://abtestguide.com/calc/, (d) https://www.surveymonkey.com/mp/ab-testing-
significance-calculator/
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B Asymmetric caliper test for discontinuity detection.

In this article’s main text, we laid out a stripped-down outline of the asymmetric caliper test

we developed for this project. In this appendix, we provide more detailed information on the

formalities of the statistical test and also provide evidence for why this test is preferable to other

methods in our research context.

B.1 Test procedure, derivation of formulae, and statistical formalities. Assume we

have a vector of 𝑁 observed 𝑝-values denoted by 𝑥. We are interested in determining whether there

is a disproportionate number of 𝑝-values just below a chosen threshold of interest 𝜏 (in our primary

analysis, this is the conventional significance threshold of 0.05). Assume we have a given band-

width value ℎ>0, which specifies the local region around 𝜏 in which we will be focusing our analysis.

We first formally define the empirically observed difference in the raw counts of 𝑝-values on

either side of the specified threshold as follows:

𝑆∗ =
𝑁

∑
𝑖=1

𝕀{𝑥𝑖 ∈[𝜏 −ℎ,𝜏)}−
𝑁

∑
𝑖=1

𝕀{𝑥𝑖 ∈[𝜏,𝜏 +ℎ)}

Our test procedure is based on comparing this empirically observed statistic to the distribution

of this value that is implied by assuming, as our null hypothesis, that our data 𝑥 are adequately

parameterized by the fully continuous mixture model 𝑓 described in Section 4.3.

B.1.1 Null distribution of test statistic. Under the assumption of this null hypothesis, we

can define a random variable 𝑆 (conditional on 𝑁 , 𝜏 , and ℎ) as the difference in the number

of observations above and below the threshold of interest. From a frequentist perspective, for

a given density 𝑓 and specified values of 𝑁 , 𝜏 , and ℎ, this quantity 𝑆 is random as it can vary

across different samples of data drawn from 𝑓 . To describe this quantity formally, we begin by

defining 𝜋𝑙 as the fraction of the distribution in the window of width ℎ on the left side of the

critical threshold, and 𝜋𝑟 as the fraction on the right side:

𝜋𝑙 =∫
𝜏

𝜏−ℎ
𝑓(𝑥)𝑑𝑥, 𝜋𝑟 =∫

𝜏+ℎ

𝜏
𝑓(𝑥)𝑑𝑥 (2)

(A visualization of these parameters is provided in Figure 8(a).) One can use these probabilities to

model the null distribution of counts above and below the threshold as two binomially distributed

random variables, drawn from the entire sample of size 𝑁 :

𝑛𝑙 ∼Binomial(𝑁,𝜋𝑙), 𝑛𝑟 ∼Binomial(𝑁,𝜋𝑟)

We then formally define our test statistic as 𝑆 ∶=𝑛𝑙 −𝑛𝑟, whose mass function can be derived by

summing up all ways in which these two binomials can differ by some value 𝑘 ∈ℕ. This formula,
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given below, defines the distribution of our test statistic under the null hypothesis:

𝜙(𝑘) ∶=𝑃 [𝑆 =𝑘]

=
⎧{
⎨{⎩

∑𝑁
𝑖=0𝑃 [𝑛𝑙 =𝑖+𝑘]𝑃 [𝑛𝑟 =𝑖], if 𝑘≥0

∑𝑁
𝑖=0𝑃 [𝑛𝑙 =𝑖]𝑃 [𝑛𝑟 =𝑖+𝑘], otherwise

=

⎧{{
⎨{{⎩

𝑁
∑
𝑖=0

( 𝑁
𝑖+𝑘)(𝜋𝑙)

𝑖+𝑘(1−𝜋𝑙)
𝑁−(𝑖+𝑘)(𝑁

𝑖 )(𝜋𝑟)𝑖(1−𝜋𝑟)𝑁−𝑖, if 𝑘≥0
𝑁

∑
𝑖=0

(𝑁
𝑖 )(𝜋𝑙)

𝑖(1−𝜋𝑙)
𝑁−𝑖( 𝑁

𝑖+𝑘)(𝜋𝑟)𝑖+𝑘(1−𝜋𝑟)𝑁−(𝑖+𝑘), otherwise

(3)

B.1.2 Maximum likelihood estimates of test statistic parameters.The distribution of the test

statistic given in Eq. 3 has only been defined for a given density function 𝑓 , parameterized by some

known vector 𝜃. In practice, 𝜃 and 𝑓 must be estimated from the observed data 𝑥. We accomplish

this in our project using maximum likelihood estimation. Recall that we have based our model for

𝑓 on the well-established beta-uniform mixture model, which is commonly used in other research

settings that deal with distributions of 𝑝-values. This model consists of 𝐾 mixture components

indexed by 𝑘=0,1,...,𝐾, where the constituent parameters of 𝜃=(𝜋,𝛼,𝛽) are described in Section

4.3.1.

To proceed, consider a single draw 𝑥𝑖 from this model and integrate over our uncertainty in the

mixture component to which 𝑖 belongs; this gives us an expression for the marginal density of 𝑓 :

𝑓(𝑥𝑖 ∣𝜃)=∫
𝑘
𝑓(𝑥𝑖 ∣𝜃,𝑘𝑖 =𝑘)𝑑𝐹(𝑘)=𝜋0+

𝐾
∑
𝑘=1

𝜋𝑘𝑓𝑘(𝑥𝑖) (4)

In this notation, 𝑓𝑘 is the beta density function corresponding to the 𝑘-th component:

𝑓𝑘(𝑥)= 1
𝐵(𝑎𝑘,𝑏𝑘)𝑥𝑎𝑘(1−𝑥)𝑏𝑘−1

where 𝐵 is the beta function. The likelihood function for our model can then be calculated by

taking the product of the likelihood over each data point in the empirical vector 𝑥:

ℒ(𝜃 ∣𝑥)=
𝑁

∏
𝑖=1

𝑓(𝑥𝑖 ∣𝜃)=
𝑁

∏
𝑖=1

(𝜋0+
𝐾

∑
𝑘=1

𝜋𝑘𝑓𝑘(𝑥𝑖)) (5)

allowing us to derive the data’s log-likelihood as:

ℓ(𝜃 ∣𝑥)= logℒ(𝜃 ∣𝑥)

= log(
𝑁

∏
𝑖=1

[𝜋0+
𝐾

∑
𝑘=1

𝜋𝑘𝑓𝑘(𝑥𝑖)])

=
𝑁

∑
𝑖=1

log(𝜋0+
𝐾

∑
𝑘=1

𝜋𝑘𝑓𝑘(𝑥𝑖))

(6)

For a given dataset 𝑥, an empirical estimate of our model’s primary parameters is then given by
̂𝜃=argmax𝜃ℓ(𝜃 ∣𝑥).
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We can now define the maximum likelihood estimate for the null distribution of our test statistic
̂𝜙 (defined in Eq. 3) by first deriving estimates of ̂𝜋𝑙 and ̂𝜋𝑟 (defined in Eq. 2). Conditional on

estimated model parameters, this can be done in closed form:

̂𝜋𝑟 =∫
𝜏+ℎ

𝜏
̂𝑓(𝑥)𝑑𝑥

=∫
𝜏+ℎ

𝜏
[ ̂𝜋0+

𝐾
∑
𝑘=1

̂𝜋𝑘 ̂𝑓𝑘(𝑥)]𝑑𝑥

=𝜋0∫
𝜏+ℎ

𝜏
𝑑𝑥+

𝐾
∑
𝑘=1

𝜋𝑘∫
𝜏+ℎ

𝜏
̂𝑓𝑘(𝑥)𝑑𝑥

= ̂𝜋0ℎ+
𝐾

∑
𝑘=1

̂𝜋𝑘[𝐼(𝜏 +ℎ; ̂𝛼𝑘, ̂𝛽𝑘)−𝐼(𝜏; ̂𝛼𝑘, ̂𝛽𝑘)]

(7)

where 𝐼(𝑥;𝛼,𝛽) is the regularized incomplete beta function, the CDF of the beta distribution; 𝜋𝑙

can be similarly derived.

B.1.3 Estimation of model parameters by means of expectation-maximization. Our mixture

model, given the presence of latent unobservable component assignment variables, lends itself well

to optimization via expectation-maximization (McLachlan and Peel, 2000). We use a version of

the E-M algorithm in an iterative fashion to estimate the parameters of our model; pseudo-code

for the process is given below:
Algorithm 1: Expectation-Maximization for Beta-Uniform Finite Mixture Model

Input : Observed data x=(𝑥1,…,𝑥𝑛), number of beta components 𝐾, initial parameters 𝜋(0),𝛼(0),𝛽(0)

Output: Estimated parameters 𝜋,𝛼,𝛽
1 Define 𝑓𝑘(𝑥;𝛼𝑘,𝛽𝑘) as the PDF of the 𝑘-th Beta component;

2 𝜃(0) ←(𝜋(0),𝛼(0),𝛽(0));
3 while not converged do

4 E-step: Compute the expected latent variables given the observed data and current parameters;

5 for 𝑖←1 to 𝑛 do

6 for 𝑘←1 to 𝐾 do

7 𝛾(𝑡+1)
𝑖𝑘 ← 𝜋(𝑡)

𝑘 ⋅𝑓𝑘(𝑥𝑖;𝛼(𝑡)
𝑘 ,𝛽(𝑡)

𝑘 )
𝜋(𝑡)

0 +∑𝐾
𝑘=1𝜋(𝑡)

𝑘 ⋅𝑓𝑘(𝑥𝑖;𝛼(𝑡)
𝑘 ,𝛽(𝑡)

𝑘 )
;

8 end

9 end

10 𝜋(𝑡+1)
0 ←1− 1

𝑛 ∑𝑛
𝑖=1∑𝐾

𝑘=1𝛾(𝑡+1)
𝑖𝑘

11 M-step: Maximize the expected complete-data log-likelihood with respect to 𝛼 and 𝛽, holding 𝜋 fixed;

12 Derive 𝜋 from 𝛾 by averaging across sample: 𝜋(𝑡+1)
𝑘 ← 1

𝑛 ∑𝑛
𝑖=1𝛾(𝑡+1)

𝑖𝑘 ;

13 𝛼(𝑡+1),𝛽(𝑡+1) ←argmax𝛼,𝛽ℓ(𝛼,𝛽 ∣𝜋(𝑡+1),x);

14 Update the parameter estimates: 𝜃(𝑡+1) ←(𝜋(𝑡+1),𝛼(𝑡+1),𝛽(𝑡+1));

15 end

16 return 𝜋,𝛼,𝛽;
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B.1.4 Definition of 𝑝-value for test statistic. Having derived the null distribution of our test

statistic and described a procedure for estimating this from our data, we can now derive a 𝑝-value

for our analysis. This value will represent the probability that we would observe a test statistic

(i.e., the difference between the number of test results just above and below the critical thresh-

old) as large or larger than the observed statistic, assuming the sampling distribution of the test

statistic follows the formula derived in Eq. 3, with parameters estimated via the MLE procedure

described in Section B.1.2.

Because 𝑝-hacking behavior is only consistent with observing an excess mass of 𝑝-values below

the critical threshold, we will make use of a one-sided 𝑝-value, defined as follows:

𝑝-value (one-sided)=𝑃[𝑆∗ ≤ ̂𝑆]=
∞

∑
𝑘=𝑆∗

𝑃 [ ̂𝑆 =𝑘] (8)

For completeness, a two-sided 𝑝-value can be defined analogously. Even though the distribution

of our null statistic is technically not guaranteed to be symmetric about its mode, we can still

closely approximate the exact two-sided 𝑝-value by simply doubling the appropriate one-sided

𝑝-value.13 If we define the two-sided 𝑝-value as the probability that the null test statistic would

be as or more “extreme” than the observed statistic, then the direction of “extremity” used to

define our base one-sided 𝑝-value depends on whether the observed statistic is above or below the

center of the null distribution. Specifically, we use the following formula for this approximation:

𝑝-value (two-sided)=
⎧{
⎨{⎩

if 𝑆∗ >E[ ̂𝑆] ∶ 2𝑃[𝑆∗ ≤ ̂𝑆]=∑∞
𝑘=𝑆∗𝑃 [ ̂𝑆 =𝑘]

if 𝑆∗ ≤E[ ̂𝑆] ∶ 2𝑃[ ̂𝑆 ≤𝑆∗]=∑𝑆∗

𝑘=−∞𝑃 [ ̂𝑆 =𝑘]
(9)

B.1.5 Definition of confidence intervals.Following the definition of Cox and Hinkley (1979),

for a given significance level 𝛼, we can derive a 100×(1−𝛼)% confidence interval by computing

all values 𝑠 ∈ ℕ for which we cannot reject the null hypothesis that the difference between our

observed and null test statistics is exactly 𝑠:

𝐶(𝑆∗)={𝑠∈ℕ∣𝐻0 ∶𝑆∗− ̂𝑆 =𝑠 is not rejected at significance level 𝛼} (10)

This single definition works for both one- and two-sided confidence intervals, where one merely

needs to adapt either the one- or two-sided 𝑝-values defined in Eqns. 8 and 9 to determine whether

or not 𝐻0 in Eq. 10 is rejected for various values of 𝑠.
13Recall our test statistic is based on the difference of two binomially-distributed random variables; as 𝑁 gets

large, the binomial distribution is very well-approximated by the normal distribution, and the difference of two
normal distributions is also normal—simplifying this computation dramatically. Further, because our outcomes of
interest are in integer counts, only in rare circumstances will a confidence interval derived via this approximation
differ from its exact value. For these reasons, we argue this simplification is justified in practice.
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B.2 Comparison to existing methods. In this section, we compare our proposed tech-

nique described above to two other well-established methods for density discontinuity detection

(see Section 4.2 in the main text for more context on different techniques):

• The “symmetric caliper” technique, as first applied to study the effect of significance thresh-

olds in Gerber and Malhotra (2008). This method consists of a simple binomial test of equal

proportions. For a given threshold 𝜏 and bandwidth ℎ, this tests whether the number of

observations that fall below the threshold, in the interval [𝜏 −ℎ,𝜏), exceeds 50% of the total

number of observations that fall within the entire window [𝜏 −ℎ,𝜏 +ℎ).
• The local polynomial technique of Cattaneo et al. (2018), rddensity, as implemented in

their R package.

B.2.1 Analysis of false positive rates. In our first analysis, we attempted to assess how these

methods perform in terms of their false positive rate. Importantly, because the bandwidth ℎ is a

researcher-specified parameter with no objective value, it is important for a test of discontinuity

to be robust to different values of this parameter. To assess this, we generated 1,000 samples of

𝑝-values from a beta-uniform mixture model, with parameters set to their values fit to our dataset

by MLE. (This guarantees that the underlying distribution of 𝑝-values is indeed continuous; how-

ever, because there appears to be no discontinuity in our raw data, the results we report below

are essentially identical if we use simple bootstrap sampling from empirically observed 𝑝-values.)

Then for each bandwidth value ℎ ∈ {0.005,0.01,0.02,0.05}, we use all three methods described

above to perform a statistical test for discontinuity at the 𝜏 =0.05 threshold, with the bandwidth

window for each test set to ℎ. In each case, we rejected the null hypothesis if the 𝑝-value from a

test was below 𝛼 = 0.05. In Figure A.3, we plot the proportion of times each method rejects the

null hypothesis—all of which are, by construction, false positives. We have plotted a dashed line

at 𝛼=0.05 to facilitate comparison with the tests’ nominal false positive control rate.

As can be seen, both our proposed technique and the non-parametric rddensity technique

adequately control the false positive rate below the 5% level for all values of the bandwidth pa-

rameter. However, we can see that starting at ℎ = 0.02, the false positive rate of the symmetric

caliper technique jumps to 14.4%. Because of the extreme skew of 𝑝-value distributions, when the

bandwidth spans all the way to zero (i.e., [𝜏 −ℎ,𝜏)=[0,0.05)), the symmetric caliper rejects 100%

of the tests for discontinuity since it assumes that the proportion of observations on either side

of the 𝜏 =0.05 threshold is equal. Because our method is designed specifically to account for this

shape in the distribution of 𝑝-values, the asymmetric caliper is able to control its positive rate

below the desired level.
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Figure A.3: False rejection rate for discontinuity at 𝜏 =0.05, with 𝛼=0.05

B.2.2 Power analysis.All statistical tests make a trade-off between false-positive control and

power—i.e., the ability to detect an effect when one is truly present. One might be concerned

that while our technique appears to do well on the former objective, it may falter in performance

on the latter. To assess this, we performed counterfactual simulations in which we simulated

daily time-series of 𝑝-values that would be observed throughout the lifetime of an experiment and

then 𝑝-hacked a proportion 𝑞 of experiments in each simulation (using the technique described in

Appendix C). This was done 1,000 times for each of 15 different values of 𝑞 in the range [0,0.5].
Then we performed four different tests for discontinuity at this threshold: the same three tests

analyzed above with the bandwidth set to ℎ=0.01, as well as the adaptive bandwidth version of

rddensity, which non-parametrically estimates an optimal bandwidth.

The results of this analysis are shown in Figure A.4, in which we plot the simulated power

curve for all four tests. As can be seen, the symmetric and asymmetric versions of the caliper

test have very similar power curves. The symmetric caliper has slightly higher power for small

effect sizes but, as discussed above, this comes at the cost of a potentially inflated false positive

rate (that is sensitive to the underlying nuisance parameter, ℎ). Our method appears to achieve

both significantly higher power than the rddensity methods while simultaneously controlling for

false positives across a range of bandwidth values. Given this analysis, we argue there is strong

evidence that the asymmetric caliper is able to strike a better balance between sensitivity and

specificity than the other methods considered here.
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Figure A.4: Power analysis

Note: Power is computed as the number of times each test rejects the null
hypothesis out of 1,000 simulations for each 𝑞, wherein each simulation,
we draw a bootstrap sample of size 𝑁 tests from our dataset and 𝑝-hack
a fraction 𝑞 of them (see Appendix C for details). For all tests except
the adaptive bandwidth version of rddensity, the bandwidth is set to
ℎ=0.01.

ix



C Counterfactual Monte Carlo simulation for power analysis.

‘

Algorithm 2: Counterfactual 𝑝-hacking and power calculation pseudocode

Input: 𝑁 ∈ℕ+, sample size (number of experiments);
𝑞∈[0,1], effect size (proportion of experiments 𝑝-hacked);

Output: Rejection rate (power) of discontinuity test at chosen 𝛼 level, averaged by bootstrap
Fixed variables:

𝐸, dataset of experiments, each experiment consists of the terminal outcomes
observed for the experiment in our dataset (e.g., number of conversions and sessions for each arm)
𝐵>>0, bootstrap sample size ;

Notation:
𝑇𝑖, empirically observed duration of experiment 𝑖 in days;
𝑝𝑖𝑡, empirically observed 𝑝-value of experiment 𝑖 calculated on day 𝑡≤𝑇𝑖;
𝑝∗

𝑖, terminal 𝑝-value observed for experiment 𝑖 during simulation;
[𝑍], the set of integers {1,…,𝑍} for 𝑍 ∈ℕ+;
𝒮(⋅), statistical test for discontinuity, as described in Appendix B (returns 𝑝-value);
𝒫, set of 𝑝-values for statistical test, observed across bootstrap samples

1 function CounterfactuallyPHackExperiment (Experiment 𝑖)
2 DailyData𝑖 ← Simulate daily data for each arm in experiment

by distributing each arm’s terminal observations multinomially across number of days in experiment 𝑇𝑖
3 {𝑝𝑖𝑡 ∣ 𝑖∈[𝑇𝑖]}← Calculate daily 𝑝-values from DailyData𝑖
4 Set 𝑝∗

𝑖 to NULL
5 for day 𝑡∈[𝑇𝑖] do
6 if 𝑝𝑖𝑡 <0.05 then
7 𝑝∗

𝑖 ←𝑝𝑖𝑡 set to 𝑝-hacked value
8 break loop; go to 19

9 if 𝑝∗
𝑖 is NULL then

10 for day 𝑡∈{𝑇𝑖+1,…,2𝑇𝑖} do
11 ExtraData𝑖𝑡 ← Simulate new data using Binomial distribution

for binary outcomes (with parameter set to observed rate for each arm), and Poisson
distribution for non-binary outcomes (with mean set to observed daily average for each arm)

12 DailyData𝑖 ←DailyData𝑖∪ExtraData𝑖𝑡
13 𝑝𝑖𝑡 ← Calculate cumulative 𝑝-value using all data observed in DailyData𝑖
14 if 𝑝𝑖𝑡 <0.05 then
15 𝑝∗

𝑖 ←𝑝𝑖𝑡 set to 𝑝-hacked value
16 break loop; go to 19
17 if 𝑡==max{30,2𝑇𝑖} then
18 𝑝∗

𝑖 ←𝑝𝑖𝑡 set terminal 𝑝-value to observed value, even if not significant

19 return 𝑝∗
𝑖

20 function PowerCalculation(𝑞,𝑁)
21 for bootstrap 𝑏∈[𝐵] do
22 𝐸𝑁 ← random sample of size 𝑁 from 𝐸 with replacement
23 𝑃𝑏 ←{}
24 𝐻𝑏 ← random sample of proportion 𝑞 from 𝐸𝑁
25 for experiment 𝑖∈𝐸𝑁 do
26 if 𝑖∈𝐻𝑏 then
27 𝑝∗

𝑖 ← CounterfactuallyPHackExperiment(𝑖)
28 else
29 𝑝∗

𝑖 ←𝑝𝑖𝑇𝑖 use empirically observed terminal 𝑝-value
30 𝑃𝑏 ←{𝑝∗

𝑖}∪𝑃𝑏 add simulated 𝑝-value to observation set
31 𝜋𝑏 ←𝒮(𝑃𝑏) apply statistical test for discontinuity to 𝑝-hacked 𝑝-values
32 𝒫←{𝜋𝑏}∪𝒫 collect 𝑝-values of discontinuity test
33 𝑅←{1[𝑝<𝛼] for 𝑝∈𝒫} indicator set of rejected tests
34 power ←∑𝑅/𝐵 average rejection proportion across bootstraps
35 return power
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D Reasons for choosing a fixed rather than adaptive bandwidth parameter ℎ.

When estimating density functions or dealing with other statistical smoothing problems, the

selection of any particular bandwidth value ℎ is ultimately arbitrary. The primary bandwidth

used for our testing procedure in the body of the text is fixed at ℎ=0.01; we also report the results

of our analysis when ℎ=0.005 and ℎ=0.02 and find consistent results. To be sure, our results also

remain consistent when ℎ is set to any of the 20 logarithmically-spaced ℎ-values between 0.001

and 0.10. However, a reasonable technique for choosing ℎ that we omitted from our main text

is to estimate an “optimal” value based on relevant statistical or information-theoretic criteria

(Berman et al., 2018, Rudemo, 1982). Given the multiplicity of approaches, we find it incumbent

to motivate our choice bandwidth parameters.

There is prior research that motivates the selection of ℎ=0.01 in the context of studying anoma-

lies near significance thresholds, which is why this is our default value Simonsohn et al. (2014).

But we believe can motivate out of principle (at least in our context) why selecting an fixed value

for ℎ is preferable over using a data-adaptive approach. Indeed, we have attempted to use more

data-adaptive methods for selecting the bandwidth value and find consistently that these methods

suffer from erratic and unpredictable statistical behavior in small samples. These techniques are

still appropriate for use with large 𝑁 . However, at out sample size of around 2,300 observations,

the data-adaptive approach is demonstrably less than ideal for the problem of discontinuity de-

tection. To see why this is the case, we describe a straightforward comparison of data-adaptive

and fixed bandwidth methods below.

We must first select a method for determining a data-adaptive optimal bandwidth. We argue

the goals of our test align well with the goals of selecting an optimal bandwidth of a histogram

density estimator. Such procedures are designed to minimize the 𝐿2 risk of an estimator, i.e., its

mean integrated square error:

𝑀𝐼𝑆𝐸( ̂𝑓)=E∫( ̂𝑓(𝑥)−𝑓(𝑥))
2
𝑑𝑥.

The bandwidth selection problem can then be formally expressed as:

ℎ∗ =argmax
ℎ

𝑀𝐼𝑆𝐸( ̂𝑓ℎ)

For the family of histogram estimators, one approach for solving for this optimization problem

empirically is leave-one-out cross-validation (LOOCV) Rudemo (1982). This method has a conve-

nient analytical formula for the histogram estimator’s mean integrated squared error, a standard
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loss function in the density estimation literature:

𝑀𝐼𝑆𝐸(ℎ)= 2
(𝑛−1)ℎ– 𝑛+1

𝑛2(𝑛−1)ℎ∑
𝑘

𝑁2
𝑘

where 𝑛 is the total number of observations and 𝑁𝑘 is the number of observations in the 𝑘-th

histogram bin (Tsybakov, 2009).

We evaluated the performance of our test procedure using both the LOOCV bandwidth method

and the fixed bandwidth method (as done in the main text). We are able to estimate the power of

each approach empirically, using the counterfactual method described in Appendix C. Figure A.5

shows the results of our power analysis, where we have varied both the effect size (fraction of tests

𝑝-hacked, 𝑞) and the sample size of A/B tests used in our simulations (𝑁). For a grid of values

over these variables, we used either the fixed or adaptive values of selecting the optimal ℎ. The

first row contains the resulting power contours of our testing procedure with ℎ taking on the fixed

values of 0.005,0.01 and 0.02, respectively. In the second row, we use the data-adaptive LOOCV

method (described above) to estimate the optimal ℎ̂ separately for each run of the simulation;

we show the results of our power analysis when the bandwidth of the testing procedure is set to

ℎ̂/2,ℎ̂, and 2ℎ̂. The third row of Figure A.5 shows the average value of the estimated optimal

bandwidth used at each point in the grid.

In contrast to the top row in which ℎ is a fixed value, the power contours for testing procedures

with adaptive ℎ values are highly irregular. Note that a good statistical test will consistently

increase in power as either the sample size or effect size increases (as is the case for the tests

with fixed ℎ). However, for the tests with adaptive ℎ values, statistical power exhibits non-

monotonic behavior with respect to sample size, sometimes increasing and sometimes decreasing

as sample size grows. While these irregularties appear to mellow out for large samples sizes (near

𝑁 =10,000), the size of our empirical sample is less than 2,500. As such, it appears imprudent to

ignore the small-sample effects of the data-adaptive estimators. For this reason, we choose to use

fixed values of ℎ, with ℎ=0.01 as our primary bandwidth parameter, for analysis of our dataset.

However, because we have reported statistics for all values ℎ = 0.005,0.01, and 0.02 throughout

this paper, one can see that our results to not appear particularly sensitive to this choice.
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Figure A.5: Effects of fixed vs. adaptive bandwidth values on statistical power
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Note: Top row: estimated power of discontinuity detection procedure for fixed bandwidths across
sample sizes (inner 𝑥-axes) and counterfactual effect sizes (inner 𝑦-axes); bandwidth values specified
above plots. Middle row: estimated power of adaptive bandwidth estimators (with bandwidths set
to half, full, and twice the optimal values, respectivley). Bottom row: estimated optimal bandwidth, as
determined by LOOCV criteria for histogram density estimation (center panel); left and right plots show
half and double optimal bandwidth, respectively.
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E Heterogeneous thresholds.

One possibility not considered in the main text is that different firms may 𝑝-hack their ex-

periments at different thresholds. Assuming this were the case, we would expect to see weaker

evidence of 𝑝-hacking at any given threshold which would make this behavior more difficult to

detect. We can expand on the counterfactual simulation developed in Section 4.4.1 to determine

if and how our proposed method for detecting 𝑝-hacking behavior would handle this scenario.

To this end, we altered our simulation procedure so that rather than assuming all firms were 𝑝-

hacking at the same threshold, we allocate each firm one of the three thresholds in {0.01,0.05,0.10}.

In each round of the simulation, a firm is randomly assigned one of these thresholds and then as-

sume that if a firm intends to 𝑝-hack one of their experiments, they 𝑝-hack at their firm-specific

threshold. We then proceed as before, assuming that a fraction 𝑞 of the experiments in our data

were intended to be 𝑝-hacked, and then simulate the effect of this behavior on the final distribution

of 𝑝-values. At the end of each run of a simulation, we run our discontinuity test at each of the

three thresholds. We then repeat this simulation 1000 times and keep track of how often our test

is able to detect the simulated discontinuous behavior (assuming a rejection threshold of 𝛼=0.05).

We report the results of this simulation below and discuss the implications.

Figure A.6: Power for tests of discontinuity assuming firms 𝑝-hack at different thresholds
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(b) 𝜏=0.05, ℎ=0.01
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(c) 𝜏=0.10, ℎ=0.02
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Note: Discontinuity detection applied at 𝜏 with bandwidth ℎ.

For an apples-to-apples comparison with the power results reported in the main text, we first

highlight the results in Figure A.6(b). Our results here suggest we would have 80% power to

detect a discontinuity at 𝜏 =0.05 assuming an effect size of approximately 𝑞 ≈0.12 (i.e., assuming

12% of the experiments were intended to be 𝑝-hacked). We also see a similar power curve at the

𝜏 =0.01 threshold. For the 𝜏 =0.10 threshold, we find that we should be able to detect relatively

small effects, on the order of 𝑞 =0.05, with 80% power. We conclude from this that the effects of

heterogeneous thresholds would be to reduce our test’s power at the lower thresholds, but assum-

ing that some portion of firms were 𝑝-hacking at the 𝜏 = 0.10 threshold, our simulations suggest

we should still be relatively well-powered to observe small effects (𝑞 ≈0.05). Overall, the effects of
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heterogeneity may reduce our test’s power somewhat, but we believe these results are by and large

consistent with the conclusions of our main analysis: Assuming there was a meaningful amount

of experiments that were intended to be 𝑝-hacked, this behavior would result in discontinuities

in the aggregate distribution of 𝑝-values, and these discontinuities would be observable and de-

tectable with the techniques used in this project. To be sure, the aforementioned procedure is

likely too formulaic to reflect true human behavior. Nonetheless, this exercise is useful for helping

understand the robustness of our methods to more complex behavior than what was assumed in

our main text and provides a useful extension of our primary analysis.
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